**Round 6: Migrate Sample data**

**from Ironwood.master 143 to Juniper.3 152**

**Contents:**

1. **Install Custom registration app on Ironwood.master 143**
2. **Make Both the machines Fresh**
3. **Restore the Sample data on both machines**
4. **Migrate the data from Ironwood.master 143 to Juniper.3 152**
   1. 1st time:

Error:MySQLdb.\_exceptions.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")

* 1. 2nd Time: Done.

1. **Data Analysis:**
2. **Run Data Report script**
3. **Find the differences**
   1. **Analysis:**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Install Custom registration app on Ironwood.master 143**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

cd

ls-la

...

drwxrwxr-x 5 edxapp edxapp 4096 Jul 22 14:55 IITBomabayXCustomRegForm

..

cd IITBomabayXCustomRegForm

sudo chown -R edx:edx ../IITBomabayXCustomRegForm

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

…

drwxrwxr-x 5 edx edx 4096 Jul 22 14:55 IITBomabayXCustomRegForm

...

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

git branch -a

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Afghanx

\* IITBomabayX

master

remotes/origin/Afghanx

remotes/origin/HEAD -> origin/master

remotes/origin/IITBomabayX

remotes/origin/master

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

git pull

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

remote: Enumerating objects: 11, done.

remote: Counting objects: 100% (11/11), done.

remote: Compressing objects: 100% (6/6), done.

remote: Total 6 (delta 3), reused 3 (delta 0), pack-reused 0

Unpacking objects: 100% (6/6), done.

From http://gitlab.cse.iitb.ac.in/IITBombayXCustomRegForm/IITBomabayXCustomRegForm

\* [new branch] IITBomabayX-Juniper -> origin/IITBomabayX-Juniper

Already up-to-date.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

git branch -a

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Afghanx

\* IITBomabayX

master

remotes/origin/Afghanx

remotes/origin/HEAD -> origin/master

remotes/origin/IITBomabayX

remotes/origin/**IITBomabayX-Juniper**

remotes/origin/master

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Follow all instructions from the file <https://docs.google.com/document/d/1YUfqAOB61gnxX-XV2oy7ncAoMqdLC5KB/edit#>

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

git checkout IITBomabayX

Already on 'IITBomabayX'

Your branch is up-to-date with 'origin/IITBomabayX'.

edx@edx:~/IITBomabayXCustomRegForm$ sudo chown -R edxapp:edxapp ../IITBomabayXCustomRegForm

edx@edx:~/IITBomabayXCustomRegForm$ cd

edx@edx:~$ sudo vi /edx/app/edxapp/lms.env.json

edx@edx:~$ sudo vi /edx/app/edxapp/cms.env.json

edx@edx:~$ lynx internet.iitb.ac.in

Looking up 'internet.iitb.ac.in' first

edx@edx:~$ sudo -H -u edxapp bash

edxapp@edx:/home/edx$ source /edx/app/edxapp/edxapp\_env

edxapp@edx:/home/edx$ pip install -e IITBomabayXCustomRegForm/

Obtaining file:///home/edx/IITBomabayXCustomRegForm

Requirement already satisfied: Django in /edx/app/edxapp/venvs/edxapp/lib/python2.7/site-packages (from custom-form-app==1.0)

Requirement already satisfied: pytz in /edx/app/edxapp/venvs/edxapp/lib/python2.7/site-packages (from Django->custom-form-app==1.0)

Installing collected packages: custom-form-app

Found existing installation: custom-form-app 1.0

Uninstalling custom-form-app-1.0:

Successfully uninstalled custom-form-app-1.0

Running setup.py develop for custom-form-app

Successfully installed custom-form-app

You are using pip version 9.0.3, however version 20.3.3 is available.

You should consider upgrading via the 'pip install --upgrade pip' command.

edxapp@edx:/home/edx$ cd /edx/app/edxapp/edx-platform/

edxapp@edx:~/edx-platform$ ./manage.py lms migrate custom\_reg\_form --settings=aws

WARNING:py.warnings:/edx/app/edxapp/edx-platform/lms/djangoapps/courseware/\_\_init\_\_.py:5: DeprecationWarning: Importing 'lms.djangoapps.courseware' as 'courseware' is no longer supported

warnings.warn("Importing 'lms.djangoapps.courseware' as 'courseware' is no longer supported", DeprecationWarning)

WARNING:root:DEPRECATION WARNING: aws.py has been deprecated, you should use production.py instead.

2020-12-16 06:48:49,292 WARNING 27225 [enterprise.utils] utils.py:50 - Could not import Registry from third\_party\_auth.provider

2020-12-16 06:48:49,293 WARNING 27225 [enterprise.utils] utils.py:51 - cannot import name \_LTI\_BACKENDS

System check identified some issues:

WARNINGS:

?: (mysql.W002) MySQL Strict Mode is not set for database connection 'default'

HINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/1.11/ref/databases/#mysql-sql-mode

?: (mysql.W002) MySQL Strict Mode is not set for database connection 'read\_replica'

HINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/1.11/ref/databases/#mysql-sql-mode

?: (mysql.W002) MySQL Strict Mode is not set for database connection 'student\_module\_history'

HINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/1.11/ref/databases/#mysql-sql-mode

Operations to perform:

Apply all migrations: custom\_reg\_form

Running migrations:

Applying custom\_reg\_form.0001\_initial... OK

edxapp@edx:~/edx-platform$ exit

exit

edx@edx:~$ sudo /edx/bin/supervisorctl restart lms

lms: ERROR (not running)

lms: started

edx@edx:~$ sudo /edx/bin/supervisorctl stop all

lms: stopped

edx@edx:~$ Mysql -u root -p

No command 'Mysql' found, did you mean:

Command 'mysql' from package 'mariadb-client-core-10.0' (universe)

Command 'mysql' from package 'mysql-client-core-5.7' (main)

Mysql: command not found

edx@edx:~$ mysql -u root -p

Enter password:

Welcome to the MySQL monitor. Commands end with ; or \g.

Your MySQL connection id is 378626

Server version: 5.6.32-1+deb.sury.org~xenial+0.1 (Ubuntu)

Copyright (c) 2000, 2016, Oracle and/or its affiliates. All rights reserved.

Oracle is a registered trademark of Oracle Corporation and/or its

affiliates. Other names may be trademarks of their respective

owners.

Type 'help;' or '\h' for help. Type '\c' to clear the current input statement.

mysql> use edxapp;

Reading table information for completion of table and column names

You can turn off this feature to get a quicker startup with -A

Database changed

mysql> desc custom\_reg\_form\_extrainfo;

+----------+-------------+------+-----+---------+----------------+

| Field | Type | Null | Key | Default | Extra |

+----------+-------------+------+-----+---------+----------------+

| id | int(11) | NO | PRI | NULL | auto\_increment |

| state | varchar(50) | NO | | NULL | |

| city | varchar(50) | NO | | NULL | |

| pincode | int(11) | NO | | NULL | |

| aadharid | bigint(20) | YES | | NULL | |

| user\_id | int(11) | YES | UNI | NULL | |

+----------+-------------+------+-----+---------+----------------+

6 rows in set (0.00 sec)

mysql> select \* from django\_migrations where app = 'custom\_reg\_form';

+-----+-----------------+--------------+----------------------------+

| id | app | name | applied |

+-----+-----------------+--------------+----------------------------+

| 504 | custom\_reg\_form | 0001\_initial | 2020-12-16 11:48:54.576967 |

+-----+-----------------+--------------+----------------------------+

1 row in set (0.00 sec)

mysql> select \* from django\_content\_type where app\_label ='custom\_reg\_form';

+-----+-----------------+-----------+

| id | app\_label | model |

+-----+-----------------+-----------+

| 362 | custom\_reg\_form | extrainfo |

+-----+-----------------+-----------+

1 row in set (0.00 sec)

mysql> select \* from auth\_permission where content\_type\_id in (362);

+------+-----------------------+-----------------+------------------+

| id | name | content\_type\_id | codename |

+------+-----------------------+-----------------+------------------+

| 1089 | Can add extra info | 362 | add\_extrainfo |

| 1090 | Can change extra info | 362 | change\_extrainfo |

| 1091 | Can delete extra info | 362 | delete\_extrainfo |

+------+-----------------------+-----------------+------------------+

3 rows in set (0.00 sec)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

sudo /edx/bin/supervisorctl stop all

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Make Both the machines Fresh**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**On Ironwood.master 143 Machine:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

sudo /edx/bin/supervisorctl stop all

sudo /edx/bin/supervisorctl status all

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -uroot -p <FI27/mysql-structure-data-20200702T182214.sql

Enter password:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp FI27/mongo-dump-20200702T182214/edxapp

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service FI27/mongo-dump-20200702T182214/cs\_comments\_service

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

edx@edx:~$ mysql -uroot -p <FI27/mysql-structure-data-20200702T182214.sql

Enter password:

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp FI27/mongo-dump-20200702T182214/edxapp

2020-12-16T17:37:35.050+0530 building a list of collections to restore from FI27/mongo-dump-20200702T182214/edxapp dir

2020-12-16T17:37:35.087+0530 reading metadata for edxapp.fs.chunks from FI27/mongo-dump-20200702T182214/edxapp/fs.chunks.metadata.json

2020-12-16T17:37:35.088+0530 reading metadata for edxapp.modulestore.definitions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.definitions.metadata.json

2020-12-16T17:37:35.088+0530 reading metadata for edxapp.modulestore.structures from FI27/mongo-dump-20200702T182214/edxapp/modulestore.structures.metadata.json

2020-12-16T17:37:35.092+0530 reading metadata for edxapp.fs.files from FI27/mongo-dump-20200702T182214/edxapp/fs.files.metadata.json

2020-12-16T17:37:35.113+0530 restoring edxapp.fs.chunks from FI27/mongo-dump-20200702T182214/edxapp/fs.chunks.bson

2020-12-16T17:37:35.153+0530 restoring edxapp.modulestore.definitions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.definitions.bson

2020-12-16T17:37:35.192+0530 restoring edxapp.modulestore.structures from FI27/mongo-dump-20200702T182214/edxapp/modulestore.structures.bson

2020-12-16T17:37:35.219+0530 restoring edxapp.fs.files from FI27/mongo-dump-20200702T182214/edxapp/fs.files.bson

2020-12-16T17:37:35.290+0530 restoring indexes for collection edxapp.modulestore.definitions from metadata

2020-12-16T17:37:35.290+0530 restoring indexes for collection edxapp.modulestore.structures from metadata

2020-12-16T17:37:35.316+0530 finished restoring edxapp.modulestore.structures (8 documents)

2020-12-16T17:37:35.317+0530 finished restoring edxapp.modulestore.definitions (168 documents)

2020-12-16T17:37:35.401+0530 reading metadata for edxapp.modulestore.active\_versions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.active\_versions.metadata.json

2020-12-16T17:37:35.462+0530 restoring indexes for collection edxapp.fs.files from metadata

2020-12-16T17:37:35.514+0530 restoring edxapp.modulestore.active\_versions from FI27/mongo-dump-20200702T182214/edxapp/modulestore.active\_versions.bson

2020-12-16T17:37:35.545+0530 finished restoring edxapp.fs.files (1167 documents)

2020-12-16T17:37:35.677+0530 restoring indexes for collection edxapp.modulestore.active\_versions from metadata

2020-12-16T17:37:35.679+0530 finished restoring edxapp.modulestore.active\_versions (1 document)

2020-12-16T17:37:36.116+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-12-16T17:37:36.167+0530 finished restoring edxapp.fs.chunks (1206 documents)

2020-12-16T17:37:36.167+0530 done

edx@edx:~$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service FI27/mongo-dump-20200702T182214/cs\_comments\_service

2020-12-16T17:37:41.324+0530 building a list of collections to restore from FI27/mongo-dump-20200702T182214/cs\_comments\_service dir

2020-12-16T17:37:41.344+0530 reading metadata for cs\_comments\_service.users from FI27/mongo-dump-20200702T182214/cs\_comments\_service/users.metadata.json

2020-12-16T17:37:41.375+0530 restoring cs\_comments\_service.users from FI27/mongo-dump-20200702T182214/cs\_comments\_service/users.bson

2020-12-16T17:37:41.379+0530 restoring indexes for collection cs\_comments\_service.users from metadata

2020-12-16T17:37:41.379+0530 finished restoring cs\_comments\_service.users (1 document)

2020-12-16T17:37:41.380+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**On Juniper.3 152 Machine:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

sudo /edx/bin/supervisorctl stop all

sudo /edx/bin/supervisorctl status all

cd dump

ls

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

FI27 **FJ3-152**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -uroot -p <**FJ3-152**/mysql-structure-data-20201203T175506.sql

Enter password:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp **FJ3-152**/mongo-dump-20201203T175506/edxapp

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service **FJ3-152**/mongo-dump-20201203T175506/cs\_comments\_service

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

edx@edx:~/dump$ mysql -uroot -p <FJ3-152/mysql-structure-data-20201203T175506.sql

Enter password:

edx@edx:~/dump$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp FJ3-152/mongo-dump-20201203T175506/edxapp

2020-12-16T17:39:08.572+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-12-16T17:39:08.573+0530 building a list of collections to restore from FJ3-152/mongo-dump-20201203T175506/edxapp dir

2020-12-16T17:39:08.575+0530 reading metadata for edxapp.fs.chunks from FJ3-152/mongo-dump-20201203T175506/edxapp/fs.chunks.metadata.json

2020-12-16T17:39:08.591+0530 reading metadata for edxapp.modulestore.structures from FJ3-152/mongo-dump-20201203T175506/edxapp/modulestore.structures.metadata.json

2020-12-16T17:39:08.703+0530 restoring edxapp.modulestore.structures from FJ3-152/mongo-dump-20201203T175506/edxapp/modulestore.structures.bson

2020-12-16T17:39:08.705+0530 reading metadata for edxapp.fs.files from FJ3-152/mongo-dump-20201203T175506/edxapp/fs.files.metadata.json

2020-12-16T17:39:08.707+0530 reading metadata for edxapp.modulestore.definitions from FJ3-152/mongo-dump-20201203T175506/edxapp/modulestore.definitions.metadata.json

2020-12-16T17:39:08.746+0530 restoring edxapp.fs.chunks from FJ3-152/mongo-dump-20201203T175506/edxapp/fs.chunks.bson

2020-12-16T17:39:08.916+0530 restoring edxapp.fs.files from FJ3-152/mongo-dump-20201203T175506/edxapp/fs.files.bson

2020-12-16T17:39:08.954+0530 restoring edxapp.modulestore.definitions from FJ3-152/mongo-dump-20201203T175506/edxapp/modulestore.definitions.bson

2020-12-16T17:39:09.099+0530 no indexes to restore

2020-12-16T17:39:09.099+0530 finished restoring edxapp.modulestore.structures (6 documents)

2020-12-16T17:39:09.258+0530 reading metadata for edxapp.modulestore.active\_versions from FJ3-152/mongo-dump-20201203T175506/edxapp/modulestore.active\_versions.metadata.json

2020-12-16T17:39:09.533+0530 no indexes to restore

2020-12-16T17:39:09.533+0530 finished restoring edxapp.modulestore.definitions (163 documents)

2020-12-16T17:39:09.672+0530 restoring edxapp.modulestore.active\_versions from FJ3-152/mongo-dump-20201203T175506/edxapp/modulestore.active\_versions.bson

2020-12-16T17:39:09.764+0530 no indexes to restore

2020-12-16T17:39:09.764+0530 finished restoring edxapp.modulestore.active\_versions (1 document)

2020-12-16T17:39:10.534+0530 restoring indexes for collection edxapp.fs.files from metadata

2020-12-16T17:39:10.575+0530 finished restoring edxapp.fs.files (1167 documents)

2020-12-16T17:39:10.912+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-12-16T17:39:10.963+0530 finished restoring edxapp.fs.chunks (1206 documents)

2020-12-16T17:39:10.963+0530 done

edx@edx:~/dump$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service FJ3-152/mongo-dump-20201203T175506/cs\_comments\_service

2020-12-16T17:39:18.076+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-12-16T17:39:18.076+0530 building a list of collections to restore from FJ3-152/mongo-dump-20201203T175506/cs\_comments\_service dir

2020-12-16T17:39:18.080+0530 reading metadata for cs\_comments\_service.users from FJ3-152/mongo-dump-20201203T175506/cs\_comments\_service/users.metadata.json

2020-12-16T17:39:18.125+0530 restoring cs\_comments\_service.users from FJ3-152/mongo-dump-20201203T175506/cs\_comments\_service/users.bson

2020-12-16T17:39:18.141+0530 no indexes to restore

2020-12-16T17:39:18.141+0530 finished restoring cs\_comments\_service.users (1 document)

2020-12-16T17:39:18.141+0530 done

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**On Ironwood.master 143 Machine:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -uroot -p

show databases;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

edx@edx:~$ mysql -uroot -p

Enter password:

mysql> show databases;

+--------------------+

| Database |

+--------------------+

| information\_schema |

| abc |

| analytics-api |

| dashboard |

| discovery |

| ecommerce |

| edxapp |

| edxapp\_csmh |

| moocif |

| moocif1 |

| moocif2 |

| moocif3 |

| moocif4 |

| mysql |

| performance\_schema |

| programs |

| reports |

| xqueue |

+--------------------+

18 rows in set (0.00 sec)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

DROP DATABASE moocif;

DROP DATABASE moocif1;

DROP DATABASE moocif2;

DROP DATABASE moocif3;

DROP DATABASE moocif4;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

mysql> DROP DATABASE moocif;

Query OK, 15 rows affected (0.25 sec)

mysql> DROP DATABASE moocif1;

Query OK, 0 rows affected (0.00 sec)

mysql> DROP DATABASE moocif2;

^[[AQuery OK, 19 rows affected (0.52 sec)

mysql> DROP DATABASE moocif3;

Query OK, 21 rows affected (0.59 sec)

mysql> DROP DATABASE moocif4;

Query OK, 21 rows affected (0.58 sec)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**On Juniper.3 152 Machine:**

mysql -uroot -p

show databases;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

edx@edx:~/dump$ mysql -u root -p

Enter password:

mysql> show databases;

+--------------------+

| Database |

+--------------------+

| information\_schema |

| analytics-api |

| blockstore |

| dashboard |

| discovery |

| ecommerce |

| edx\_notes\_api |

| edxapp |

| edxapp\_csmh |

| mysql |

| performance\_schema |

| reports |

| xqueue |

+--------------------+

13 rows in set (0.01 sec)

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Restore the Sample data on both machines**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

scp -r MSD-I143/ edx@10.129.103.152:/home/edx/dump

scp -r MSD-I143/ edx@10.129.103.143:/home/edx/dump

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**On Ironwood.master 143 Machine:**

mysql -uroot -p <MSD-I143/mysql-structure-data-20201126T161434.sql

Enter password:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp MSD-I143/mongo-dump-20201126T161434/edxapp

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

edx@edx:~/dump$ mysql -uroot -p <MSD-I143/mysql-structure-data-20201126T161434.sql

Enter password:

edx@edx:~/dump$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp MSD-I143/mongo-dump-20201126T161434/edxapp

2020-12-17T11:31:17.904+0530 building a list of collections to restore from MSD-I143/mongo-dump-20201126T161434/edxapp dir

2020-12-17T11:31:17.941+0530 reading metadata for edxapp.fs.chunks from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.chunks.metadata.json

2020-12-17T11:31:17.944+0530 reading metadata for edxapp.modulestore.definitions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.definitions.metadata.json

2020-12-17T11:31:17.945+0530 reading metadata for edxapp.modulestore.structures from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.structures.metadata.json

2020-12-17T11:31:17.963+0530 restoring edxapp.fs.chunks from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.chunks.bson

2020-12-17T11:31:17.967+0530 reading metadata for edxapp.fs.files from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.files.metadata.json

2020-12-17T11:31:18.042+0530 restoring edxapp.modulestore.definitions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.definitions.bson

2020-12-17T11:31:18.091+0530 restoring edxapp.modulestore.structures from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.structures.bson

2020-12-17T11:31:18.144+0530 restoring edxapp.fs.files from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.files.bson

2020-12-17T11:31:18.345+0530 restoring indexes for collection edxapp.modulestore.definitions from metadata

2020-12-17T11:31:18.377+0530 finished restoring edxapp.modulestore.definitions (1342 documents)

2020-12-17T11:31:18.447+0530 restoring indexes for collection edxapp.fs.files from metadata

2020-12-17T11:31:18.449+0530 reading metadata for edxapp.modulestore.active\_versions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.active\_versions.metadata.json

2020-12-17T11:31:18.492+0530 finished restoring edxapp.fs.files (1178 documents)

2020-12-17T11:31:18.505+0530 restoring edxapp.modulestore.active\_versions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.active\_versions.bson

2020-12-17T11:31:18.545+0530 restoring indexes for collection edxapp.modulestore.active\_versions from metadata

2020-12-17T11:31:18.546+0530 finished restoring edxapp.modulestore.active\_versions (65 documents)

2020-12-17T11:31:18.996+0530 restoring indexes for collection edxapp.modulestore.structures from metadata

2020-12-17T11:31:19.015+0530 finished restoring edxapp.modulestore.structures (794 documents)

2020-12-17T11:31:19.442+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-12-17T11:31:19.476+0530 finished restoring edxapp.fs.chunks (1242 documents)

2020-12-17T11:31:19.476+0530 done

edx@edx:~/dump$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service

2020-12-17T11:31:47.127+0530 building a list of collections to restore from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service dir

2020-12-17T11:31:47.152+0530 reading metadata for cs\_comments\_service.contents from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/contents.metadata.json

2020-12-17T11:31:47.153+0530 reading metadata for cs\_comments\_service.users from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/users.metadata.json

2020-12-17T11:31:47.153+0530 reading metadata for cs\_comments\_service.subscriptions from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/subscriptions.metadata.json

2020-12-17T11:31:47.176+0530 restoring cs\_comments\_service.contents from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/contents.bson

2020-12-17T11:31:47.196+0530 restoring cs\_comments\_service.users from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/users.bson

2020-12-17T11:31:47.237+0530 restoring cs\_comments\_service.subscriptions from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/subscriptions.bson

2020-12-17T11:31:47.273+0530 restoring indexes for collection cs\_comments\_service.subscriptions from metadata

2020-12-17T11:31:47.274+0530 restoring indexes for collection cs\_comments\_service.contents from metadata

2020-12-17T11:31:47.274+0530 finished restoring cs\_comments\_service.contents (124 documents)

2020-12-17T11:31:47.275+0530 finished restoring cs\_comments\_service.subscriptions (119 documents)

2020-12-17T11:31:47.885+0530 restoring indexes for collection cs\_comments\_service.users from metadata

2020-12-17T11:31:47.886+0530 finished restoring cs\_comments\_service.users (12585 documents)

2020-12-17T11:31:47.886+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -uroot -p

show databases;

DROP DATABASE moocif;

DROP DATABASE moocif1;

DROP DATABASE moocif2;

DROP DATABASE moocif3;

DROP DATABASE moocif4;

show databases;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

mysql> show databases;

+--------------------+

| Database |

+--------------------+

| information\_schema |

| abc |

| analytics-api |

| blockstore |

| dashboard |

| discovery |

| ecommerce |

| edx\_notes\_api |

| edxapp |

| edxapp\_csmh |

| moocif |

| moocif1 |

| moocif2 |

| moocif3 |

| moocif4 |

| mysql |

| performance\_schema |

| programs |

| reports |

| xqueue |

+--------------------+

20 rows in set (0.00 sec)

mysql> DROP DATABASE moocif;

Query OK, 15 rows affected (0.46 sec)

mysql> DROP DATABASE moocif1;

Query OK, 0 rows affected (0.00 sec)

mysql> DROP DATABASE moocif2;

Query OK, 19 rows affected (0.66 sec)

mysql> DROP DATABASE moocif3;

Query OK, 21 rows affected (0.57 sec)

mysql> DROP DATABASE moocif4;

Query OK, 21 rows affected (0.50 sec)

mysql> show databases;

+--------------------+

| Database |

+--------------------+

| information\_schema |

| abc |

| analytics-api |

| dashboard |

| discovery |

| ecommerce |

| edxapp |

| edxapp\_csmh |

| mysql |

| performance\_schema |

| programs |

| reports |

| xqueue |

+--------------------+

13 rows in set (0.01 sec)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**On Juniper.3 152 Machine:**

mysql -uroot -p <MSD-I143/mysql-structure-data-20201126T161434.sql

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp MSD-I143/mongo-dump-20201126T161434/edxapp

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

edx@edx:~/dump$ mysql -uroot -p <MSD-I143/mysql-structure-data-20201126T161434.sql

Enter password:

edx@edx:~/dump$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d edxapp MSD-I143/mongo-dump-20201126T161434/edxapp

2020-12-17T11:31:22.720+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-12-17T11:31:22.721+0530 building a list of collections to restore from MSD-I143/mongo-dump-20201126T161434/edxapp dir

2020-12-17T11:31:22.725+0530 reading metadata for edxapp.fs.chunks from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.chunks.metadata.json

2020-12-17T11:31:22.865+0530 restoring edxapp.fs.chunks from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.chunks.bson

2020-12-17T11:31:22.869+0530 reading metadata for edxapp.fs.files from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.files.metadata.json

2020-12-17T11:31:22.870+0530 reading metadata for edxapp.modulestore.definitions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.definitions.metadata.json

2020-12-17T11:31:22.871+0530 reading metadata for edxapp.modulestore.structures from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.structures.metadata.json

2020-12-17T11:31:22.912+0530 restoring edxapp.fs.files from MSD-I143/mongo-dump-20201126T161434/edxapp/fs.files.bson

2020-12-17T11:31:22.956+0530 restoring edxapp.modulestore.definitions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.definitions.bson

2020-12-17T11:31:23.023+0530 restoring edxapp.modulestore.structures from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.structures.bson

2020-12-17T11:31:24.120+0530 no indexes to restore

2020-12-17T11:31:24.120+0530 finished restoring edxapp.modulestore.structures (794 documents)

2020-12-17T11:31:24.126+0530 reading metadata for edxapp.modulestore.active\_versions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.active\_versions.metadata.json

2020-12-17T11:31:24.172+0530 no indexes to restore

2020-12-17T11:31:24.172+0530 finished restoring edxapp.modulestore.definitions (1342 documents)

2020-12-17T11:31:24.172+0530 no indexes to restore

2020-12-17T11:31:24.172+0530 finished restoring edxapp.fs.files (1178 documents)

2020-12-17T11:31:24.249+0530 restoring edxapp.modulestore.active\_versions from MSD-I143/mongo-dump-20201126T161434/edxapp/modulestore.active\_versions.bson

2020-12-17T11:31:24.541+0530 no indexes to restore

2020-12-17T11:31:24.542+0530 finished restoring edxapp.modulestore.active\_versions (65 documents)

2020-12-17T11:31:25.347+0530 restoring indexes for collection edxapp.fs.chunks from metadata

2020-12-17T11:31:25.402+0530 finished restoring edxapp.fs.chunks (1242 documents)

2020-12-17T11:31:25.402+0530 done

edx@edx:~/dump$

edx@edx:~/dump$

edx@edx:~/dump$

edx@edx:~/dump$ mongorestore -u edxadmin -p password -h localhost --authenticationDatabase admin --drop -d cs\_comments\_service MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service

2020-12-17T11:31:42.729+0530 the --db and --collection args should only be used when restoring from a BSON file. Other uses are deprecated and will not exist in the future; use --nsInclude instead

2020-12-17T11:31:42.730+0530 building a list of collections to restore from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service dir

2020-12-17T11:31:42.731+0530 reading metadata for cs\_comments\_service.contents from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/contents.metadata.json

2020-12-17T11:31:42.732+0530 reading metadata for cs\_comments\_service.subscriptions from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/subscriptions.metadata.json

2020-12-17T11:31:42.732+0530 reading metadata for cs\_comments\_service.users from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/users.metadata.json

2020-12-17T11:31:42.806+0530 restoring cs\_comments\_service.users from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/users.bson

2020-12-17T11:31:42.876+0530 restoring cs\_comments\_service.subscriptions from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/subscriptions.bson

2020-12-17T11:31:42.918+0530 restoring cs\_comments\_service.contents from MSD-I143/mongo-dump-20201126T161434/cs\_comments\_service/contents.bson

2020-12-17T11:31:43.041+0530 no indexes to restore

2020-12-17T11:31:43.041+0530 finished restoring cs\_comments\_service.contents (124 documents)

2020-12-17T11:31:43.069+0530 no indexes to restore

2020-12-17T11:31:43.069+0530 finished restoring cs\_comments\_service.subscriptions (119 documents)

2020-12-17T11:31:43.897+0530 no indexes to restore

2020-12-17T11:31:43.898+0530 finished restoring cs\_comments\_service.users (12585 documents)

2020-12-17T11:31:43.898+0530 done

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mysql -uroot -p

show databases;

DROP DATABASE moocif;

DROP DATABASE moocif1;

DROP DATABASE moocif2;

DROP DATABASE moocif3;

DROP DATABASE moocif4;

show databases;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

mysql> show databases;

+--------------------+

| Database |

+--------------------+

| information\_schema |

| abc |

| analytics-api |

| blockstore |

| dashboard |

| discovery |

| ecommerce |

| edx\_notes\_api |

| edxapp |

| edxapp\_csmh |

| moocif |

| moocif1 |

| moocif2 |

| moocif3 |

| moocif4 |

| mysql |

| performance\_schema |

| programs |

| reports |

| xqueue |

+--------------------+

20 rows in set (0.00 sec)

mysql> DROP DATABASE moocif;

Query OK, 15 rows affected (0.46 sec)

mysql> DROP DATABASE moocif1;

Query OK, 0 rows affected (0.00 sec)

mysql> DROP DATABASE moocif2;

Query OK, 19 rows affected (0.66 sec)

mysql> DROP DATABASE moocif3;

Query OK, 21 rows affected (0.57 sec)

mysql> DROP DATABASE moocif4;

Query OK, 21 rows affected (0.50 sec)

mysql> show databases;

+--------------------+

| Database |

+--------------------+

| information\_schema |

| abc |

| analytics-api |

| dashboard |

| discovery |

| ecommerce |

| edxapp |

| edxapp\_csmh |

| mysql |

| performance\_schema |

| programs |

| reports |

| xqueue |

+--------------------+

13 rows in set (0.01 sec)

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Migrate the data from Ironwood.master 143 to Juniper.3 152**

**On Juniper.3 152 Machine:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

cd

cd /var/tmp/configuration/

git branch

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\* (HEAD detached at open-release/juniper.3)

master

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

git diff

cd

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ls -la /edx/app/edx\_ansible/edx\_ansible/util/install

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

total 32

…

-rwxrwxrwx 1 edx-ansible edx-ansible 5807 Dec 11 12:14 native.sh

...

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

sudo vi /edx/app/edx\_ansible/edx\_ansible/util/install/native.sh

[sudo] password for edx:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*Search:CONFIGURATION\_VERSION*

*Add the two lines before CONFIGURATION\_VERSION line( if not already)*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*OPENEDX\_RELEASE=open-release/juniper.3*

*echo ${OPENEDX\_RELEASE}*

*CONFIGURATION\_VERSION=${CONFIGURATION\_VERSION-$OPENEDX\_RELEASE}*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*export OPENEDX\_RELEASE=open-release/juniper.3*

*echo $OPENEDX\_RELEASE*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*Internet connection:*

lynx internet.iitb.ac.in

*Check the Internet connection in the parallel tab;*

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

/edx/app/edx\_ansible/edx\_ansible/util/install/native.sh --tags migrate

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

Capturing output to /home/edx/logs/install-20201217-125307.log

Installation started at 2020-12-17 12:53:07

Installing release 'open-release/juniper.3'

[sudo] password for edx:

Reading package lists...

Building dependency tree...

Reading state information...

python-software-properties is already the newest version (0.96.20.10).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

gpg: keyring `/tmp/tmplhoh6u25/secring.gpg' created

gpg: keyring `/tmp/tmplhoh6u25/pubring.gpg' created

gpg: requesting key BA9EF27F from hkp server keyserver.ubuntu.com

gpg: /tmp/tmplhoh6u25/trustdb.gpg: trustdb created

gpg: key BA9EF27F: public key "Launchpad Toolchain builds" imported

gpg: Total number processed: 1

gpg: imported: 1 (RSA: 1)

OK

Hit:1 http://in.archive.ubuntu.com/ubuntu xenial InRelease

Get:2 http://in.archive.ubuntu.com/ubuntu xenial-updates InRelease [109 kB]

Get:3 http://security.ubuntu.com/ubuntu xenial-security InRelease [109 kB]

Get:4 http://in.archive.ubuntu.com/ubuntu xenial-backports InRelease [107 kB]

Hit:5 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial InRelease

Hit:6 http://nginx.org/packages/ubuntu xenial InRelease

Hit:7 https://deb.nodesource.com/node\_12.x xenial InRelease

Get:8 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 Packages [1,907 kB]

Hit:9 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial InRelease

Hit:10 http://ppa.edx.org xenial InRelease

Ign:11 http://packages.elastic.co/elasticsearch/1.5/debian stable InRelease

Hit:12 http://packages.elastic.co/elasticsearch/1.5/debian stable Release

Get:14 http://security.ubuntu.com/ubuntu xenial-security/main amd64 Packages [1,504 kB]

Get:15 http://in.archive.ubuntu.com/ubuntu xenial-updates/main i386 Packages [1,459 kB]

Hit:16 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial InRelease

Get:17 http://in.archive.ubuntu.com/ubuntu xenial-updates/main Translation-en [459 kB]

Get:18 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe amd64 Packages [1,208 kB]

Get:19 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe i386 Packages [1,076 kB]

Get:20 http://in.archive.ubuntu.com/ubuntu xenial-updates/universe Translation-en [352 kB]

Get:21 http://security.ubuntu.com/ubuntu xenial-security/main i386 Packages [1,092 kB]

Get:22 http://security.ubuntu.com/ubuntu xenial-security/main Translation-en [356 kB]

Ign:23 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 InRelease

Hit:24 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 Release

Get:26 http://security.ubuntu.com/ubuntu xenial-security/universe amd64 Packages [781 kB]

Get:27 http://security.ubuntu.com/ubuntu xenial-security/universe i386 Packages [660 kB]

Get:28 http://security.ubuntu.com/ubuntu xenial-security/universe Translation-en [222 kB]

Fetched 11.4 MB in 15s (735 kB/s)

Reading package lists...

W: http://packages.elastic.co/elasticsearch/1.5/debian/dists/stable/Release.gpg: Signature by key 46095ACC8548582C1A2699A9D27D666CD88E42B4 uses weak digest algorithm (SHA1)

Reading package lists...

Building dependency tree...

Reading state information...

Calculating upgrade...

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

The following packages have been kept back:

base-files elasticsearch git git-man linux-generic linux-headers-generic

linux-image-generic rabbitmq-server ubuntu-server

The following packages will be upgraded:

apport python3-apport python3-problem-report unzip

4 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Need to get 374 kB of archives.

After this operation, 9,216 B of additional disk space will be used.

Get:1 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3-problem-report all 2.20.1-0ubuntu2.28 [10.7 kB]

Get:2 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 python3-apport all 2.20.1-0ubuntu2.28 [80.2 kB]

Get:3 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 apport all 2.20.1-0ubuntu2.28 [122 kB]

Get:4 http://in.archive.ubuntu.com/ubuntu xenial-updates/main amd64 unzip amd64 6.0-20ubuntu1.1 [162 kB]

Fetched 374 kB in 0s (603 kB/s)

(Reading database ... 85184 files and directories currently installed.)

Preparing to unpack .../python3-problem-report\_2.20.1-0ubuntu2.28\_all.deb ...

Unpacking python3-problem-report (2.20.1-0ubuntu2.28) over (2.20.1-0ubuntu2.27) ...

Preparing to unpack .../python3-apport\_2.20.1-0ubuntu2.28\_all.deb ...

Unpacking python3-apport (2.20.1-0ubuntu2.28) over (2.20.1-0ubuntu2.27) ...

Preparing to unpack .../apport\_2.20.1-0ubuntu2.28\_all.deb ...

Unpacking apport (2.20.1-0ubuntu2.28) over (2.20.1-0ubuntu2.27) ...

Preparing to unpack .../unzip\_6.0-20ubuntu1.1\_amd64.deb ...

Unpacking unzip (6.0-20ubuntu1.1) over (6.0-20ubuntu1) ...

Processing triggers for man-db (2.7.5-1) ...

Processing triggers for hicolor-icon-theme (0.15-0ubuntu1.1) ...

Processing triggers for ureadahead (0.100.0-19.1) ...

Processing triggers for systemd (229-4ubuntu21.29) ...

Processing triggers for mime-support (3.59ubuntu1) ...

Setting up python3-problem-report (2.20.1-0ubuntu2.28) ...

Setting up python3-apport (2.20.1-0ubuntu2.28) ...

Setting up apport (2.20.1-0ubuntu2.28) ...

Setting up unzip (6.0-20ubuntu1.1) ...

Reading package lists...

Building dependency tree...

Reading state information...

build-essential is already the newest version (12.1ubuntu2).

g++ is already the newest version (4:5.3.1-1ubuntu1).

gcc is already the newest version (4:5.3.1-1ubuntu1).

libxmlsec1-dev is already the newest version (1.2.20-2ubuntu4).

swig is already the newest version (3.0.8-0ubuntu3).

curl is already the newest version (7.47.0-1ubuntu2.18).

libfreetype6-dev is already the newest version (2.6.1-0.1ubuntu2.5).

libmysqlclient-dev is already the newest version (5.7.32-0ubuntu0.16.04.1).

libxml2-dev is already the newest version (2.9.3+dfsg1-1ubuntu0.7).

libxslt1-dev is already the newest version (1.1.28-2.1ubuntu0.3).

python-apt is already the newest version (1.1.0~beta1ubuntu0.16.04.10).

python-dev is already the newest version (2.7.12-1~16.04).

software-properties-common is already the newest version (0.96.20.10).

python-pip is already the newest version (8.1.1-2ubuntu0.6).

git-core is already the newest version (1:2.14.2-1~ppa0~ubuntu16.04.1).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Reading package lists...

Building dependency tree...

Reading state information...

Package 'python-yaml' is not installed, so not removed

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: pip==20.0.2 in /usr/local/lib/python2.7/dist-packages (20.0.2)

WARNING: You are using pip version 20.0.2; however, version 20.3.3 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: setuptools==44.1.0 in /usr/local/lib/python2.7/dist-packages (44.1.0)

WARNING: You are using pip version 20.0.2; however, version 20.3.3 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already up-to-date: virtualenv==16.7.10 in /usr/local/lib/python2.7/dist-packages (16.7.10)

WARNING: You are using pip version 20.0.2; however, version 20.3.1 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

open-release/juniper.3

fatal: destination path 'configuration' already exists and is not an empty directory.

HEAD is now at 05bb4ed... Improve sandboxing. (#5953) (#5960)

From https://github.com/edx/configuration

\* [new branch] jenkins/upgrade-python-requirements-91ec1cc -> origin/jenkins/upgrade-python-requirements-91ec1cc

68827aa..7695e69 master -> origin/master

359403d..6169c0c open-release/koa.master -> origin/open-release/koa.master

\* [new branch] upgrade-codejail-python -> origin/upgrade-codejail-python

You are not currently on a branch.

Please specify which branch you want to merge with.

See git-pull(1) for details.

git pull <remote> <branch>

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already satisfied: ansible==2.7.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 7)) (2.7.12)

Requirement already satisfied: awscli==1.15.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 8)) (1.15.19)

Requirement already satisfied: bcrypt==3.1.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 9)) (3.1.7)

Requirement already satisfied: boto3==1.7.14 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 10)) (1.7.14)

Requirement already satisfied: boto==2.48.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 11)) (2.48.0)

Requirement already satisfied: botocore==1.10.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 12)) (1.10.19)

Requirement already satisfied: certifi==2020.4.5.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 13)) (2020.4.5.1)

Requirement already satisfied: cffi==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 14)) (1.14.0)

Requirement already satisfied: chardet==3.0.4 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 15)) (3.0.4)

Requirement already satisfied: colorama==0.3.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 16)) (0.3.7)

Requirement already satisfied: cryptography==2.9.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 17)) (2.9.2)

Requirement already satisfied: datadog==0.8.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 18)) (0.8.0)

Requirement already satisfied: decorator==4.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 19)) (4.4.2)

Requirement already satisfied: docopt==0.6.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 20)) (0.6.2)

Requirement already satisfied: docutils==0.16 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 21)) (0.16)

Requirement already satisfied: ecdsa==0.13.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 22)) (0.13.3)

Requirement already satisfied: idna==2.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 23)) (2.7)

Requirement already satisfied: jinja2==2.8 in /usr/lib/python2.7/dist-packages (from -r requirements.txt (line 24)) (2.8)

Requirement already satisfied: jmespath==0.9.5 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 25)) (0.9.5)

Requirement already satisfied: markupsafe==1.1.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 26)) (1.1.1)

Requirement already satisfied: mysqlclient==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 27)) (1.3.0)

Requirement already satisfied: networkx==1.11 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 28)) (1.11)

Requirement already satisfied: paramiko==2.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 29)) (2.4.2)

Requirement already satisfied: pathlib2==2.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 30)) (2.3.0)

Requirement already satisfied: prettytable==0.7.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 31)) (0.7.2)

Requirement already satisfied: pyasn1==0.4.8 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 32)) (0.4.8)

Requirement already satisfied: pycparser==2.20 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 33)) (2.20)

Requirement already satisfied: pycrypto==2.6.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 34)) (2.6.1)

Requirement already satisfied: pymongo==3.9.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 35)) (3.9.0)

Requirement already satisfied: pynacl==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 36)) (1.3.0)

Requirement already satisfied: python-dateutil==2.8.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 37)) (2.8.1)

Requirement already satisfied: pyyaml==3.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 38)) (3.12)

Requirement already satisfied: requests==2.20.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 39)) (2.20.0)

Requirement already satisfied: rsa==3.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 40)) (3.4.2)

Requirement already satisfied: s3transfer==0.1.13 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 41)) (0.1.13)

Requirement already satisfied: six==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 42)) (1.14.0)

Requirement already satisfied: urllib3==1.24.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 43)) (1.24.3)

Requirement already satisfied: setuptools in /usr/local/lib/python2.7/dist-packages (from ansible==2.7.12->-r requirements.txt (line 7)) (44.1.0)

Requirement already satisfied: ipaddress; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.0.23)

Requirement already satisfied: enum34; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.1.10)

Requirement already satisfied: simplejson>=2.0.9 in /usr/local/lib/python2.7/dist-packages (from datadog==0.8.0->-r requirements.txt (line 18)) (3.17.2)

Requirement already satisfied: scandir; python\_version < "3.5" in /usr/local/lib/python2.7/dist-packages (from pathlib2==2.3.0->-r requirements.txt (line 30)) (1.10.0)

Requirement already satisfied: futures<4.0.0,>=2.2.0; python\_version == "2.6" or python\_version == "2.7" in /usr/local/lib/python2.7/dist-packages (from s3transfer==0.1.13->-r requirements.txt (line 41)) (3.3.0)

WARNING: You are using pip version 20.0.2; however, version 20.3.1 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/edx\_django\_service/tasks/main.yml, line 125, column 3,

found a duplicate dict key (when). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (RACK\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SINATRA\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SEARCH\_SERVER). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOHQ\_URL). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOID\_AUTH\_MECH). Using last defined value only.

PLAY [Bootstrap instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

PLAY [Configure instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [Gathering Facts] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

ok: [localhost]

TASK [**edxapp** : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

failed: [localhost] (item=lms) => {"changed": true, "cmd": ["/edx/bin/edxapp-migrate-lms"], "delta": "0:04:21.767533", "end": "2020-12-17 12:58:41.763263", "item": "lms", "msg": "non-zero return code", "rc": 1, "start": "2020-12-17 12:54:19.995730", "stderr": "2020-12-17 07:24:27,864 WARNING 17414 [py.warnings] [user None] \_\_init\_\_.py:128 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango30Warning: The DEFAULT\_CONTENT\_TYPE setting is deprecated.\n setattr(self, attr, getattr(obj, attr))\n\n2020-12-17 07:24:27,869 WARNING 17414 [py.warnings] [user None] \_\_init\_\_.py:142 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango31Warning: The FILE\_CHARSET setting is deprecated. Starting with Django 3.1, all files read from disk must be UTF-8 encoded.\n setattr(self, attr, getattr(obj, attr))\n\n2020-12-17 07:24:29,865 WARNING 17414 [py.warnings] [user None] checks.py:1101 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/contrib/admin/checks.py:1101: RemovedInDjango30Warning: Update CourseRegistrationCodeInvoiceItemInline.has\_add\_permission() to accept a positional `obj` argument.\n \"`obj` argument.\" % cls.\_\_name\_\_, RemovedInDjango30Warning\n\nSystem check identified some issues:\n\nWARNINGS:\n?: (mysql.W002) MySQL Strict Mode is not set for database connection 'default'\n\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode\n?: (mysql.W002) MySQL Strict Mode is not set for database connection 'read\_replica'\n\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode\n?: (mysql.W002) MySQL Strict Mode is not set for database connection 'student\_module\_history'\n\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode\n2020-12-17 07:25:47,644 WARNING 17414 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from CourseKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.\n RemovedInDjango30Warning,\n\n2020-12-17 07:25:47,646 WARNING 17414 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from UsageKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.\n RemovedInDjango30Warning,\n\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (1, 'null')\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (1, 'null')\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (2, 'null')\n--- Logging error ---\nTraceback (most recent call last):\n File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit\n msg = self.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format\n return fmt.format(record)\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format\n record.message = record.getMessage()\n File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage\n msg = msg % self.args\nTypeError: %d format: a number is required, not str\nCall stack:\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards\n self.code(from\_state.apps, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend\n log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)\nMessage: 'updated exam %d with backend %d'\nArguments: (2, 'null')\n2020-12-17 07:26:28,903 WARNING 17414 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from MultiEmailField.from\_db\_value(). Support for it will be removed in Django 3.0.\n RemovedInDjango30Warning,\n\nTraceback (most recent call last):\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute\n return self.cursor.execute(sql)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute\n return self.cursor.execute(query, args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute\n res = self.\_query(query)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query\n db.query(q)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query\n \_mysql.connection.query(self, query)\nMySQLdb.\_exceptions.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")\n\nThe above exception was the direct cause of the following exception:\n\nTraceback (most recent call last):\n File \"manage.py\", line 123, in <module>\n execute\_from\_command\_line([sys.argv[0]] + django\_args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line\n utility.execute()\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute\n self.fetch\_command(subcommand).run\_from\_argv(self.argv)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv\n self.execute(\*args, \*\*cmd\_options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute\n output = self.handle(\*args, \*\*options)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped\n res = handle\_func(\*args, \*\*kwargs)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle\n fake\_initial=fake\_initial,\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate\n state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards\n state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration\n state = migration.apply(state, schema\_editor)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 124, in apply\n operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/models.py\", line 92, in database\_forwards\n schema\_editor.create\_model(model)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 307, in create\_model\n self.execute(sql, params or None)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 137, in execute\n cursor.execute(sql, params)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 67, in execute\n return self.\_execute\_with\_wrappers(sql, params, many=False, executor=self.\_execute)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 76, in \_execute\_with\_wrappers\n return executor(sql, params, many, context)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 84, in \_execute\n return self.cursor.execute(sql, params)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/utils.py\", line 89, in \_\_exit\_\_\n raise dj\_exc\_value.with\_traceback(traceback) from exc\_value\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute\n return self.cursor.execute(sql)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute\n return self.cursor.execute(query, args)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute\n res = self.\_query(query)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query\n db.query(q)\n File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query\n \_mysql.connection.query(self, query)\ndjango.db.utils.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")", "stderr\_lines": ["2020-12-17 07:24:27,864 WARNING 17414 [py.warnings] [user None] \_\_init\_\_.py:128 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango30Warning: The DEFAULT\_CONTENT\_TYPE setting is deprecated.", " setattr(self, attr, getattr(obj, attr))", "", "2020-12-17 07:24:27,869 WARNING 17414 [py.warnings] [user None] \_\_init\_\_.py:142 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/sorl/thumbnail/conf/\_\_init\_\_.py:16: RemovedInDjango31Warning: The FILE\_CHARSET setting is deprecated. Starting with Django 3.1, all files read from disk must be UTF-8 encoded.", " setattr(self, attr, getattr(obj, attr))", "", "2020-12-17 07:24:29,865 WARNING 17414 [py.warnings] [user None] checks.py:1101 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/contrib/admin/checks.py:1101: RemovedInDjango30Warning: Update CourseRegistrationCodeInvoiceItemInline.has\_add\_permission() to accept a positional `obj` argument.", " \"`obj` argument.\" % cls.\_\_name\_\_, RemovedInDjango30Warning", "", "System check identified some issues:", "", "WARNINGS:", "?: (mysql.W002) MySQL Strict Mode is not set for database connection 'default'", "\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode", "?: (mysql.W002) MySQL Strict Mode is not set for database connection 'read\_replica'", "\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode", "?: (mysql.W002) MySQL Strict Mode is not set for database connection 'student\_module\_history'", "\tHINT: MySQL's Strict Mode fixes many data integrity problems in MySQL, such as data truncation upon insertion, by escalating warnings into errors. It is strongly recommended you activate it. See: https://docs.djangoproject.com/en/2.2/ref/databases/#mysql-sql-mode", "2020-12-17 07:25:47,644 WARNING 17414 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from CourseKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.", " RemovedInDjango30Warning,", "", "2020-12-17 07:25:47,646 WARNING 17414 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from UsageKeyField.from\_db\_value(). Support for it will be removed in Django 3.0.", " RemovedInDjango30Warning,", "", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (1, 'null')", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (1, 'null')", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 980, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (2, 'null')", "--- Logging error ---", "Traceback (most recent call last):", " File \"/usr/lib/python3.5/logging/handlers.py\", line 886, in emit", " msg = self.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 830, in format", " return fmt.format(record)", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 567, in format", " record.message = record.getMessage()", " File \"/usr/lib/python3.5/logging/\_\_init\_\_.py\", line 330, in getMessage", " msg = msg % self.args", "TypeError: %d format: a number is required, not str", "Call stack:", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 121, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/special.py\", line 190, in database\_forwards", " self.code(from\_state.apps, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/edx\_proctoring/migrations/0010\_update\_backend.py\", line 19, in update\_backend", " log.info(\"updated exam %d with backend %d\", exam.id, default\_backend)", "Message: 'updated exam %d with backend %d'", "Arguments: (2, 'null')", "2020-12-17 07:26:28,903 WARNING 17414 [py.warnings] [user None] compiler.py:1070 - /edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/models/sql/compiler.py:1070: RemovedInDjango30Warning: Remove the context parameter from MultiEmailField.from\_db\_value(). Support for it will be removed in Django 3.0.", " RemovedInDjango30Warning,", "", "Traceback (most recent call last):", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute", " return self.cursor.execute(sql)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute", " return self.cursor.execute(query, args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute", " res = self.\_query(query)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query", " db.query(q)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query", " \_mysql.connection.query(self, query)", "MySQLdb.\_exceptions.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")", "", "The above exception was the direct cause of the following exception:", "", "Traceback (most recent call last):", " File \"manage.py\", line 123, in <module>", " execute\_from\_command\_line([sys.argv[0]] + django\_args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 381, in execute\_from\_command\_line", " utility.execute()", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/\_\_init\_\_.py\", line 375, in execute", " self.fetch\_command(subcommand).run\_from\_argv(self.argv)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 323, in run\_from\_argv", " self.execute(\*args, \*\*cmd\_options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 364, in execute", " output = self.handle(\*args, \*\*options)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/base.py\", line 83, in wrapped", " res = handle\_func(\*args, \*\*kwargs)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/core/management/commands/migrate.py\", line 234, in handle", " fake\_initial=fake\_initial,", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 117, in migrate", " state = self.\_migrate\_all\_forwards(state, plan, full\_plan, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 147, in \_migrate\_all\_forwards", " state = self.apply\_migration(state, migration, fake=fake, fake\_initial=fake\_initial)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/executor.py\", line 245, in apply\_migration", " state = migration.apply(state, schema\_editor)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/migration.py\", line 124, in apply", " operation.database\_forwards(self.app\_label, schema\_editor, old\_state, project\_state)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/migrations/operations/models.py\", line 92, in database\_forwards", " schema\_editor.create\_model(model)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 307, in create\_model", " self.execute(sql, params or None)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/base/schema.py\", line 137, in execute", " cursor.execute(sql, params)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 67, in execute", " return self.\_execute\_with\_wrappers(sql, params, many=False, executor=self.\_execute)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 76, in \_execute\_with\_wrappers", " return executor(sql, params, many, context)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 84, in \_execute", " return self.cursor.execute(sql, params)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/utils.py\", line 89, in \_\_exit\_\_", " raise dj\_exc\_value.with\_traceback(traceback) from exc\_value", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/utils.py\", line 82, in \_execute", " return self.cursor.execute(sql)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/django/db/backends/mysql/base.py\", line 71, in execute", " return self.cursor.execute(query, args)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 209, in execute", " res = self.\_query(query)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/cursors.py\", line 315, in \_query", " db.query(q)", " File \"/edx/app/edxapp/venvs/edxapp/lib/python3.5/site-packages/MySQLdb/connections.py\", line 239, in query", " \_mysql.connection.query(self, query)", "django.db.utils.OperationalError: (1050, \"Table 'thumbnail\_kvstore' already exists\")"], "stdout": "Operations to perform:\n Apply all migrations: admin, announcements, api\_admin, assessment, auth, badges, block\_structure, bookmarks, branding, bulk\_email, bulk\_grades, calendar\_sync, catalog, ccx, ccxcon, celery\_utils, certificates, commerce, completion, consent, content\_libraries, content\_type\_gating, contentserver, contenttypes, cornerstone, cors\_csrf, course\_action\_state, course\_date\_signals, course\_duration\_limits, course\_goals, course\_groups, course\_modes, course\_overviews, courseware, coursewarehistoryextended, crawlers, credentials, credit, custom\_reg\_form, dark\_lang, database\_fixups, degreed, discounts, django\_comment\_common, django\_notify, djcelery, edx\_proctoring, edx\_when, edxval, email\_marketing, embargo, enterprise, entitlements, experiments, external\_user\_ids, grades, instructor\_task, integrated\_channel, lms\_xblock, milestones, mobile\_api, oauth2\_provider, oauth\_dispatch, organizations, program\_enrollments, programs, redirects, rss\_proxy, sap\_success\_factors, schedules, self\_paced, sessions, shoppingcart, site\_configuration, sites, social\_django, splash, static\_replace, status, student, submissions, super\_csv, survey, system\_wide\_roles, teams, theming, third\_party\_auth, thumbnail, track, user\_api, user\_authn, util, verified\_track\_content, verify\_student, video\_config, video\_pipeline, waffle, waffle\_utils, wiki, workflow, xapi, xblock\_django\nRunning migrations:\n Applying admin.0003\_logentry\_add\_action\_flag\_choices... OK\n Applying announcements.0001\_initial... OK\n Applying assessment.0004\_historicalsharedfileupload\_sharedfileupload... OK\n Applying assessment.0005\_add\_filename\_to\_sharedupload... OK\n Applying assessment.0006\_TeamWorkflows... OK\n Applying auth.0009\_alter\_user\_last\_name\_max\_length... OK\n Applying auth.0010\_alter\_group\_name\_max\_length... OK\n Applying auth.0011\_update\_proxy\_permissions... OK\n Applying bulk\_grades.0001\_initial... OK\n Applying bulk\_grades.0002\_auto\_20190703\_1526... OK\n Applying calendar\_sync.0001\_initial... OK\n Applying certificates.0015\_add\_masters\_choice... OK\n Applying certificates.0016\_historicalgeneratedcertificate... OK\n Applying commerce.0008\_auto\_20191024\_2048... OK\n Applying completion.0003\_learning\_context... OK\n Applying organizations.0007\_historicalorganization... OK\n Applying content\_libraries.0001\_initial... OK\n Applying content\_libraries.0002\_group\_permissions... OK\n Applying content\_type\_gating.0005\_auto\_20190306\_1547... OK\n Applying content\_type\_gating.0006\_auto\_20190308\_1447... OK\n Applying content\_type\_gating.0007\_auto\_20190311\_1919... OK\n Applying content\_type\_gating.0008\_auto\_20190313\_1634... OK\n Applying enterprise.0061\_systemwideenterpriserole\_systemwideenterpriseuserroleassignment... OK\n Applying enterprise.0062\_add\_system\_wide\_enterprise\_roles... OK\n Applying enterprise.0063\_systemwideenterpriserole\_description... OK\n Applying enterprise.0064\_enterprisefeaturerole\_enterprisefeatureuserroleassignment... OK\n Applying enterprise.0065\_add\_enterprise\_feature\_roles... OK\n Applying enterprise.0066\_add\_system\_wide\_enterprise\_operator\_role... OK\n Applying enterprise.0067\_add\_role\_based\_access\_control\_switch... OK\n Applying cornerstone.0001\_initial... OK\n Applying cornerstone.0002\_cornerstoneglobalconfiguration\_subject\_mapping... OK\n Applying cornerstone.0003\_auto\_20190621\_1000... OK\n Applying cornerstone.0004\_cornerstoneglobalconfiguration\_languages... OK\n Applying cornerstone.0005\_auto\_20190925\_0730... OK\n Applying cornerstone.0006\_auto\_20191001\_0742... OK\n Applying course\_overviews.0015\_historicalcourseoverview... OK\n Applying course\_overviews.0016\_simulatecoursepublishconfig... OK\n Applying course\_overviews.0017\_auto\_20191002\_0823... OK\n Applying course\_overviews.0018\_add\_start\_end\_in\_CourseOverview... OK\n Applying course\_overviews.0019\_improve\_courseoverviewtab... OK\n Applying course\_date\_signals.0001\_initial... OK\n Applying course\_duration\_limits.0005\_auto\_20190306\_1546... OK\n Applying course\_duration\_limits.0006\_auto\_20190308\_1447... OK\n Applying course\_duration\_limits.0007\_auto\_20190311\_1919... OK\n Applying course\_duration\_limits.0008\_auto\_20190313\_1634... OK\n Applying course\_modes.0012\_historicalcoursemode... OK\n Applying course\_modes.0013\_auto\_20200115\_2022... OK\n Applying course\_overviews.0020\_courseoverviewtab\_url\_slug... OK\n Applying course\_overviews.0021\_courseoverviewtab\_link... OK\n Applying course\_overviews.0022\_courseoverviewtab\_is\_hidden... OK\n Applying courseware.0008\_move\_idde\_to\_edx\_when... OK\n Applying courseware.0009\_auto\_20190703\_1955... OK\n Applying courseware.0010\_auto\_20190709\_1559... OK\n Applying courseware.0011\_csm\_id\_bigint... OK\n Applying courseware.0012\_adjust\_fields... OK\n Applying courseware.0013\_auto\_20191001\_1858... OK\n Applying courseware.0014\_fix\_nan\_value\_for\_global\_speed... OK\n Applying credit.0005\_creditrequirement\_sort\_value... OK\n Applying credit.0006\_creditrequirement\_alter\_ordering... OK\n Applying credit.0007\_creditrequirement\_copy\_values... OK\n Applying credit.0008\_creditrequirement\_remove\_order... OK\n Applying dark\_lang.0003\_auto\_20180425\_0359... OK\n Applying degreed.0007\_auto\_20190925\_0730... OK\n Applying degreed.0008\_auto\_20191001\_0742... OK\n Applying discounts.0001\_initial... OK\n Applying discounts.0002\_auto\_20191022\_1720... OK\n Applying edx\_proctoring.0010\_update\_backend... OK\n Applying edx\_when.0001\_initial... OK\n Applying edx\_when.0002\_auto\_20190318\_1736... OK\n Applying edx\_when.0003\_auto\_20190402\_1501... OK\n Applying edx\_when.0004\_datepolicy\_rel\_date... OK\n Applying edx\_when.0005\_auto\_20190911\_1056... OK\n Applying edx\_when.0006\_drop\_active\_index... OK\n Applying edx\_when.0007\_meta\_tweaks... OK\n Applying edxval.0012\_thirdpartytranscriptcredentialsstate\_has\_creds... OK\n Applying edxval.0013\_thirdpartytranscriptcredentialsstate\_copy\_values... OK\n Applying edxval.0014\_transcript\_credentials\_state\_retype\_exists... OK\n Applying edxval.0015\_remove\_thirdpartytranscriptcredentialsstate\_exists... OK\n Applying edxval.0016\_add\_transcript\_credentials\_model... OK\n Applying edxval.0002\_add\_error\_description\_field... OK\n Applying enterprise.0068\_remove\_role\_based\_access\_control\_switch... OK\n Applying enterprise.0069\_auto\_20190613\_0607... OK\n Applying enterprise.0070\_enterprise\_catalog\_query... OK\n Applying enterprise.0071\_historicalpendingenrollment\_historicalpendingenterprisecustomeruser... OK\n Applying enterprise.0072\_add\_enterprise\_report\_config\_feature\_role... OK\n Applying enterprise.0073\_enterprisecustomerreportingconfiguration\_uuid... OK\n Applying enterprise.0074\_auto\_20190904\_1143... OK\n Applying enterprise.0075\_auto\_20190916\_1030... OK\n Applying enterprise.0076\_auto\_20190918\_2037... OK\n Applying enterprise.0077\_auto\_20191002\_1529... OK\n Applying enterprise.0078\_auto\_20191107\_1536... OK\n Applying enterprise.0079\_AddEnterpriseEnrollmentSource... OK\n Applying enterprise.0080\_auto\_20191113\_1708... OK\n Applying enterprise.0081\_UpdateEnterpriseEnrollmentSource... OK\n Applying enterprise.0082\_AddManagementEnterpriseEnrollmentSource... OK\n Applying enterprise.0083\_enterprisecustomerreportingconfiguration\_include\_date... OK\n Applying enterprise.0084\_auto\_20200120\_1137... OK\n Applying enterprise.0085\_enterprisecustomeruser\_linked... OK\n Applying enterprise.0086\_auto\_20200128\_1726... OK\n Applying enterprise.0087\_auto\_20200206\_1151... OK\n Applying enterprise.0088\_auto\_20200224\_1341... OK\n Applying enterprise.0089\_auto\_20200305\_0652... OK\n Applying enterprise.0090\_update\_content\_filter... OK\n Applying enterprise.0091\_add\_sales\_force\_id\_in\_pendingenrollment... OK\n Applying enterprise.0092\_auto\_20200312\_1650... OK\n Applying enterprise.0093\_add\_use\_enterprise\_catalog\_flag... OK\n Applying enterprise.0094\_add\_use\_enterprise\_catalog\_sample... OK\n Applying enterprise.0095\_auto\_20200507\_1138... OK\n Applying enterprise.0096\_enterprise\_catalog\_admin\_role... OK\n Applying student.0020\_auto\_20190227\_2019... OK\n Applying student.0021\_historicalcourseenrollment... OK\n Applying entitlements.0011\_historicalcourseentitlement... OK\n Applying entitlements.0012\_allow\_blank\_order\_number\_values... OK\n Applying entitlements.0013\_historicalcourseentitlementsupportdetail... OK\n Applying entitlements.0014\_auto\_20200115\_2022... OK\n Applying entitlements.0015\_add\_unique\_together\_constraint... OK\n Applying experiments.0004\_historicalexperimentkeyvalue... OK\n Applying external\_user\_ids.0001\_initial... OK\n Applying external\_user\_ids.0002\_mb\_coaching\_20200210\_1754... OK\n Applying external\_user\_ids.0003\_auto\_20200224\_1836... OK\n Applying external\_user\_ids.0004\_add\_lti\_type... OK\n Applying grades.0015\_historicalpersistentsubsectiongradeoverride... OK\n Applying grades.0016\_auto\_20190703\_1446... OK\n Applying grades.0017\_delete\_manual\_psgoverride\_table... OK\n Applying instructor\_task.0003\_alter\_task\_input\_field... OK\n Applying integrated\_channel.0007\_auto\_20190925\_0730... OK\n Applying oauth2\_provider.0002\_auto\_20190406\_1805... OK\n Applying oauth\_dispatch.0008\_applicationaccess\_filters... OK\n Applying oauth\_dispatch.0009\_delete\_enable\_scopes\_waffle\_switch... OK\n Applying program\_enrollments.0001\_initial... OK\n Applying program\_enrollments.0002\_historicalprogramcourseenrollment\_programcourseenrollment... OK\n Applying program\_enrollments.0003\_auto\_20190424\_1622... OK\n Applying program\_enrollments.0004\_add\_programcourseenrollment\_relatedname... OK\n Applying program\_enrollments.0005\_canceled\_not\_withdrawn... OK\n Applying program\_enrollments.0006\_add\_the\_correct\_constraints... OK\n Applying program\_enrollments.0007\_waiting\_programcourseenrollment\_constraint... OK\n Applying program\_enrollments.0008\_add\_ended\_programenrollment\_status... OK\n Applying program\_enrollments.0009\_update\_course\_enrollment\_field\_to\_foreign\_key... OK\n Applying program\_enrollments.0010\_add\_courseaccessroleassignment... OK\n Applying programs.0013\_customprogramsconfig... OK\n Applying sap\_success\_factors.0018\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_course\_price... OK\n Applying sap\_success\_factors.0019\_auto\_20190925\_0730... OK\n Applying sap\_success\_factors.0020\_sapsuccessfactorsenterprisecustomerconfiguration\_catalogs\_to\_transmit... OK\n Applying sap\_success\_factors.0021\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_total\_hours... OK\n Applying sap\_success\_factors.0022\_auto\_20200206\_1046... OK\n Applying schedules.0008\_add\_new\_start\_date\_field... OK\n Applying schedules.0009\_schedule\_copy\_column\_values... OK\n Applying schedules.0010\_remove\_null\_blank\_from\_schedules\_date... OK\n Applying schedules.0011\_auto\_20200228\_2018... OK\n Applying schedules.0012\_auto\_20200302\_1914... OK\n Applying schedules.0013\_historicalschedule... OK\n Applying schedules.0014\_historicalschedule\_drop\_fk... OK\n Applying schedules.0015\_schedules\_start\_nullable... OK\n Applying schedules.0016\_remove\_start\_from\_schedules... OK\n Applying schedules.0017\_remove\_start\_from\_historicalschedule... OK\n Applying schedules.0018\_readd\_historicalschedule\_fks... OK\n Applying schedules.0019\_auto\_20200316\_1935... OK\n Applying site\_configuration.0003\_auto\_20200217\_1058... OK\n Applying site\_configuration.0004\_add\_site\_values\_field... OK\n Applying site\_configuration.0005\_populate\_siteconfig\_history\_site\_values... OK\n Applying site\_configuration.0006\_copy\_values\_to\_site\_values... OK\n Applying site\_configuration.0007\_remove\_values\_field... OK\n Applying student.0022\_indexing\_in\_courseenrollment... OK\n Applying student.0023\_bulkunenrollconfiguration... OK\n Applying student.0024\_fbeenrollmentexclusion... OK\n Applying student.0025\_auto\_20191101\_1846... OK\n Applying student.0026\_allowedauthuser... OK\n Applying student.0027\_courseenrollment\_mode\_callable\_default... OK\n Applying student.0028\_historicalmanualenrollmentaudit... OK\n Applying student.0029\_add\_data\_researcher... OK\n Applying student.0030\_userprofile\_phone\_number... OK\n Applying student.0031\_auto\_20200317\_1122... OK\n Applying student.0032\_removed\_logout\_view\_configuration... OK\n Applying student.0033\_userprofile\_state... OK\n Applying submissions.0005\_CreateTeamModel... OK\n Applying super\_csv.0001\_initial... OK\n Applying super\_csv.0002\_csvoperation\_user... OK\n Applying super\_csv.0003\_csvoperation\_original\_filename... OK\n Applying system\_wide\_roles.0001\_SystemWideRole\_SystemWideRoleAssignment... OK\n Applying system\_wide\_roles.0002\_add\_system\_wide\_student\_support\_role... OK\n Applying teams.0002\_slug\_field\_ids... OK\n Applying teams.0003\_courseteam\_organization\_protected... OK\n Applying teams.0004\_alter\_defaults... OK\n Applying third\_party\_auth.0023\_auto\_20190418\_2033... OK\n Applying third\_party\_auth.0024\_fix\_edit\_disallowed... OK\n Applying third\_party\_auth.0025\_auto\_20200303\_1448... OK\n Applying third\_party\_auth.0026\_auto\_20200401\_1932... OK\n Applying thumbnail.0001\_initial...", "stdout\_lines": ["Operations to perform:", " Apply all migrations: admin, announcements, api\_admin, assessment, auth, badges, block\_structure, bookmarks, branding, bulk\_email, bulk\_grades, calendar\_sync, catalog, ccx, ccxcon, celery\_utils, certificates, commerce, completion, consent, content\_libraries, content\_type\_gating, contentserver, contenttypes, cornerstone, cors\_csrf, course\_action\_state, course\_date\_signals, course\_duration\_limits, course\_goals, course\_groups, course\_modes, course\_overviews, courseware, coursewarehistoryextended, crawlers, credentials, credit, custom\_reg\_form, dark\_lang, database\_fixups, degreed, discounts, django\_comment\_common, django\_notify, djcelery, edx\_proctoring, edx\_when, edxval, email\_marketing, embargo, enterprise, entitlements, experiments, external\_user\_ids, grades, instructor\_task, integrated\_channel, lms\_xblock, milestones, mobile\_api, oauth2\_provider, oauth\_dispatch, organizations, program\_enrollments, programs, redirects, rss\_proxy, sap\_success\_factors, schedules, self\_paced, sessions, shoppingcart, site\_configuration, sites, social\_django, splash, static\_replace, status, student, submissions, super\_csv, survey, system\_wide\_roles, teams, theming, third\_party\_auth, thumbnail, track, user\_api, user\_authn, util, verified\_track\_content, verify\_student, video\_config, video\_pipeline, waffle, waffle\_utils, wiki, workflow, xapi, xblock\_django", "Running migrations:", " Applying admin.0003\_logentry\_add\_action\_flag\_choices... OK", " Applying announcements.0001\_initial... OK", " Applying assessment.0004\_historicalsharedfileupload\_sharedfileupload... OK", " Applying assessment.0005\_add\_filename\_to\_sharedupload... OK", " Applying assessment.0006\_TeamWorkflows... OK", " Applying auth.0009\_alter\_user\_last\_name\_max\_length... OK", " Applying auth.0010\_alter\_group\_name\_max\_length... OK", " Applying auth.0011\_update\_proxy\_permissions... OK", " Applying bulk\_grades.0001\_initial... OK", " Applying bulk\_grades.0002\_auto\_20190703\_1526... OK", " Applying calendar\_sync.0001\_initial... OK", " Applying certificates.0015\_add\_masters\_choice... OK", " Applying certificates.0016\_historicalgeneratedcertificate... OK", " Applying commerce.0008\_auto\_20191024\_2048... OK", " Applying completion.0003\_learning\_context... OK", " Applying organizations.0007\_historicalorganization... OK", " Applying content\_libraries.0001\_initial... OK", " Applying content\_libraries.0002\_group\_permissions... OK", " Applying content\_type\_gating.0005\_auto\_20190306\_1547... OK", " Applying content\_type\_gating.0006\_auto\_20190308\_1447... OK", " Applying content\_type\_gating.0007\_auto\_20190311\_1919... OK", " Applying content\_type\_gating.0008\_auto\_20190313\_1634... OK", " Applying enterprise.0061\_systemwideenterpriserole\_systemwideenterpriseuserroleassignment... OK", " Applying enterprise.0062\_add\_system\_wide\_enterprise\_roles... OK", " Applying enterprise.0063\_systemwideenterpriserole\_description... OK", " Applying enterprise.0064\_enterprisefeaturerole\_enterprisefeatureuserroleassignment... OK", " Applying enterprise.0065\_add\_enterprise\_feature\_roles... OK", " Applying enterprise.0066\_add\_system\_wide\_enterprise\_operator\_role... OK", " Applying enterprise.0067\_add\_role\_based\_access\_control\_switch... OK", " Applying cornerstone.0001\_initial... OK", " Applying cornerstone.0002\_cornerstoneglobalconfiguration\_subject\_mapping... OK", " Applying cornerstone.0003\_auto\_20190621\_1000... OK", " Applying cornerstone.0004\_cornerstoneglobalconfiguration\_languages... OK", " Applying cornerstone.0005\_auto\_20190925\_0730... OK", " Applying cornerstone.0006\_auto\_20191001\_0742... OK", " Applying course\_overviews.0015\_historicalcourseoverview... OK", " Applying course\_overviews.0016\_simulatecoursepublishconfig... OK", " Applying course\_overviews.0017\_auto\_20191002\_0823... OK", " Applying course\_overviews.0018\_add\_start\_end\_in\_CourseOverview... OK", " Applying course\_overviews.0019\_improve\_courseoverviewtab... OK", " Applying course\_date\_signals.0001\_initial... OK", " Applying course\_duration\_limits.0005\_auto\_20190306\_1546... OK", " Applying course\_duration\_limits.0006\_auto\_20190308\_1447... OK", " Applying course\_duration\_limits.0007\_auto\_20190311\_1919... OK", " Applying course\_duration\_limits.0008\_auto\_20190313\_1634... OK", " Applying course\_modes.0012\_historicalcoursemode... OK", " Applying course\_modes.0013\_auto\_20200115\_2022... OK", " Applying course\_overviews.0020\_courseoverviewtab\_url\_slug... OK", " Applying course\_overviews.0021\_courseoverviewtab\_link... OK", " Applying course\_overviews.0022\_courseoverviewtab\_is\_hidden... OK", " Applying courseware.0008\_move\_idde\_to\_edx\_when... OK", " Applying courseware.0009\_auto\_20190703\_1955... OK", " Applying courseware.0010\_auto\_20190709\_1559... OK", " Applying courseware.0011\_csm\_id\_bigint... OK", " Applying courseware.0012\_adjust\_fields... OK", " Applying courseware.0013\_auto\_20191001\_1858... OK", " Applying courseware.0014\_fix\_nan\_value\_for\_global\_speed... OK", " Applying credit.0005\_creditrequirement\_sort\_value... OK", " Applying credit.0006\_creditrequirement\_alter\_ordering... OK", " Applying credit.0007\_creditrequirement\_copy\_values... OK", " Applying credit.0008\_creditrequirement\_remove\_order... OK", " Applying dark\_lang.0003\_auto\_20180425\_0359... OK", " Applying degreed.0007\_auto\_20190925\_0730... OK", " Applying degreed.0008\_auto\_20191001\_0742... OK", " Applying discounts.0001\_initial... OK", " Applying discounts.0002\_auto\_20191022\_1720... OK", " Applying edx\_proctoring.0010\_update\_backend... OK", " Applying edx\_when.0001\_initial... OK", " Applying edx\_when.0002\_auto\_20190318\_1736... OK", " Applying edx\_when.0003\_auto\_20190402\_1501... OK", " Applying edx\_when.0004\_datepolicy\_rel\_date... OK", " Applying edx\_when.0005\_auto\_20190911\_1056... OK", " Applying edx\_when.0006\_drop\_active\_index... OK", " Applying edx\_when.0007\_meta\_tweaks... OK", " Applying edxval.0012\_thirdpartytranscriptcredentialsstate\_has\_creds... OK", " Applying edxval.0013\_thirdpartytranscriptcredentialsstate\_copy\_values... OK", " Applying edxval.0014\_transcript\_credentials\_state\_retype\_exists... OK", " Applying edxval.0015\_remove\_thirdpartytranscriptcredentialsstate\_exists... OK", " Applying edxval.0016\_add\_transcript\_credentials\_model... OK", " Applying edxval.0002\_add\_error\_description\_field... OK", " Applying enterprise.0068\_remove\_role\_based\_access\_control\_switch... OK", " Applying enterprise.0069\_auto\_20190613\_0607... OK", " Applying enterprise.0070\_enterprise\_catalog\_query... OK", " Applying enterprise.0071\_historicalpendingenrollment\_historicalpendingenterprisecustomeruser... OK", " Applying enterprise.0072\_add\_enterprise\_report\_config\_feature\_role... OK", " Applying enterprise.0073\_enterprisecustomerreportingconfiguration\_uuid... OK", " Applying enterprise.0074\_auto\_20190904\_1143... OK", " Applying enterprise.0075\_auto\_20190916\_1030... OK", " Applying enterprise.0076\_auto\_20190918\_2037... OK", " Applying enterprise.0077\_auto\_20191002\_1529... OK", " Applying enterprise.0078\_auto\_20191107\_1536... OK", " Applying enterprise.0079\_AddEnterpriseEnrollmentSource... OK", " Applying enterprise.0080\_auto\_20191113\_1708... OK", " Applying enterprise.0081\_UpdateEnterpriseEnrollmentSource... OK", " Applying enterprise.0082\_AddManagementEnterpriseEnrollmentSource... OK", " Applying enterprise.0083\_enterprisecustomerreportingconfiguration\_include\_date... OK", " Applying enterprise.0084\_auto\_20200120\_1137... OK", " Applying enterprise.0085\_enterprisecustomeruser\_linked... OK", " Applying enterprise.0086\_auto\_20200128\_1726... OK", " Applying enterprise.0087\_auto\_20200206\_1151... OK", " Applying enterprise.0088\_auto\_20200224\_1341... OK", " Applying enterprise.0089\_auto\_20200305\_0652... OK", " Applying enterprise.0090\_update\_content\_filter... OK", " Applying enterprise.0091\_add\_sales\_force\_id\_in\_pendingenrollment... OK", " Applying enterprise.0092\_auto\_20200312\_1650... OK", " Applying enterprise.0093\_add\_use\_enterprise\_catalog\_flag... OK", " Applying enterprise.0094\_add\_use\_enterprise\_catalog\_sample... OK", " Applying enterprise.0095\_auto\_20200507\_1138... OK", " Applying enterprise.0096\_enterprise\_catalog\_admin\_role... OK", " Applying student.0020\_auto\_20190227\_2019... OK", " Applying student.0021\_historicalcourseenrollment... OK", " Applying entitlements.0011\_historicalcourseentitlement... OK", " Applying entitlements.0012\_allow\_blank\_order\_number\_values... OK", " Applying entitlements.0013\_historicalcourseentitlementsupportdetail... OK", " Applying entitlements.0014\_auto\_20200115\_2022... OK", " Applying entitlements.0015\_add\_unique\_together\_constraint... OK", " Applying experiments.0004\_historicalexperimentkeyvalue... OK", " Applying external\_user\_ids.0001\_initial... OK", " Applying external\_user\_ids.0002\_mb\_coaching\_20200210\_1754... OK", " Applying external\_user\_ids.0003\_auto\_20200224\_1836... OK", " Applying external\_user\_ids.0004\_add\_lti\_type... OK", " Applying grades.0015\_historicalpersistentsubsectiongradeoverride... OK", " Applying grades.0016\_auto\_20190703\_1446... OK", " Applying grades.0017\_delete\_manual\_psgoverride\_table... OK", " Applying instructor\_task.0003\_alter\_task\_input\_field... OK", " Applying integrated\_channel.0007\_auto\_20190925\_0730... OK", " Applying oauth2\_provider.0002\_auto\_20190406\_1805... OK", " Applying oauth\_dispatch.0008\_applicationaccess\_filters... OK", " Applying oauth\_dispatch.0009\_delete\_enable\_scopes\_waffle\_switch... OK", " Applying program\_enrollments.0001\_initial... OK", " Applying program\_enrollments.0002\_historicalprogramcourseenrollment\_programcourseenrollment... OK", " Applying program\_enrollments.0003\_auto\_20190424\_1622... OK", " Applying program\_enrollments.0004\_add\_programcourseenrollment\_relatedname... OK", " Applying program\_enrollments.0005\_canceled\_not\_withdrawn... OK", " Applying program\_enrollments.0006\_add\_the\_correct\_constraints... OK", " Applying program\_enrollments.0007\_waiting\_programcourseenrollment\_constraint... OK", " Applying program\_enrollments.0008\_add\_ended\_programenrollment\_status... OK", " Applying program\_enrollments.0009\_update\_course\_enrollment\_field\_to\_foreign\_key... OK", " Applying program\_enrollments.0010\_add\_courseaccessroleassignment... OK", " Applying programs.0013\_customprogramsconfig... OK", " Applying sap\_success\_factors.0018\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_course\_price... OK", " Applying sap\_success\_factors.0019\_auto\_20190925\_0730... OK", " Applying sap\_success\_factors.0020\_sapsuccessfactorsenterprisecustomerconfiguration\_catalogs\_to\_transmit... OK", " Applying sap\_success\_factors.0021\_sapsuccessfactorsenterprisecustomerconfiguration\_show\_total\_hours... OK", " Applying sap\_success\_factors.0022\_auto\_20200206\_1046... OK", " Applying schedules.0008\_add\_new\_start\_date\_field... OK", " Applying schedules.0009\_schedule\_copy\_column\_values... OK", " Applying schedules.0010\_remove\_null\_blank\_from\_schedules\_date... OK", " Applying schedules.0011\_auto\_20200228\_2018... OK", " Applying schedules.0012\_auto\_20200302\_1914... OK", " Applying schedules.0013\_historicalschedule... OK", " Applying schedules.0014\_historicalschedule\_drop\_fk... OK", " Applying schedules.0015\_schedules\_start\_nullable... OK", " Applying schedules.0016\_remove\_start\_from\_schedules... OK", " Applying schedules.0017\_remove\_start\_from\_historicalschedule... OK", " Applying schedules.0018\_readd\_historicalschedule\_fks... OK", " Applying schedules.0019\_auto\_20200316\_1935... OK", " Applying site\_configuration.0003\_auto\_20200217\_1058... OK", " Applying site\_configuration.0004\_add\_site\_values\_field... OK", " Applying site\_configuration.0005\_populate\_siteconfig\_history\_site\_values... OK", " Applying site\_configuration.0006\_copy\_values\_to\_site\_values... OK", " Applying site\_configuration.0007\_remove\_values\_field... OK", " Applying student.0022\_indexing\_in\_courseenrollment... OK", " Applying student.0023\_bulkunenrollconfiguration... OK", " Applying student.0024\_fbeenrollmentexclusion... OK", " Applying student.0025\_auto\_20191101\_1846... OK", " Applying student.0026\_allowedauthuser... OK", " Applying student.0027\_courseenrollment\_mode\_callable\_default... OK", " Applying student.0028\_historicalmanualenrollmentaudit... OK", " Applying student.0029\_add\_data\_researcher... OK", " Applying student.0030\_userprofile\_phone\_number... OK", " Applying student.0031\_auto\_20200317\_1122... OK", " Applying student.0032\_removed\_logout\_view\_configuration... OK", " Applying student.0033\_userprofile\_state... OK", " Applying submissions.0005\_CreateTeamModel... OK", " Applying super\_csv.0001\_initial... OK", " Applying super\_csv.0002\_csvoperation\_user... OK", " Applying super\_csv.0003\_csvoperation\_original\_filename... OK", " Applying system\_wide\_roles.0001\_SystemWideRole\_SystemWideRoleAssignment... OK", " Applying system\_wide\_roles.0002\_add\_system\_wide\_student\_support\_role... OK", " Applying teams.0002\_slug\_field\_ids... OK", " Applying teams.0003\_courseteam\_organization\_protected... OK", " Applying teams.0004\_alter\_defaults... OK", " Applying third\_party\_auth.0023\_auto\_20190418\_2033... OK", " Applying third\_party\_auth.0024\_fix\_edit\_disallowed... OK", " Applying third\_party\_auth.0025\_auto\_20200303\_1448... OK", " Applying third\_party\_auth.0026\_auto\_20200401\_1932... OK", " Applying thumbnail.0001\_initial..."]}

changed: [localhost] => (item=cms)

NO MORE HOSTS LEFT \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

to retry, use: --limit @/var/tmp/configuration/playbooks/openedx\_native.retry

PLAY RECAP \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

localhost : ok=1 changed=0 unreachable=0 failed=1

============================================================

Ansible failed!

------------------------------------------------------------

Decoded error:

No message to decode.

============================================================

Installation failed!

------------------------------------------------------------

If you need help, see https://open.edx.org/getting-help .

When asking for help, please provide as much information as you can.

These might be helpful:

Your log file is at /home/edx/logs/install-20201217-125307.log

Your environment:

OPENEDX\_RELEASE=open-release/juniper.3

============================================================

Installation finished at 2020-12-17 13:00:47

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Troubleshoot:**

mysql -uroot -p

Enter password:

use edxapp

show tables;

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

**...**

**| thumbnail\_kvstore |**

**…**

+------------------------------------------------------------------+

437 rows in set (0.00 sec)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**RENAME TABLE thumbnail\_kvstore:**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

RENAME TABLE thumbnail\_kvstore to org\_thumbnail\_kvstore;

Query OK, 0 rows affected (0.04 sec)

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Second Trial:**

**Migrate the data from Ironwood.master 143 to Juniper.3 152**

/edx/app/edx\_ansible/edx\_ansible/util/install/native.sh --tags migrate

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

edx@edx:~$ /edx/app/edx\_ansible/edx\_ansible/util/install/native.sh --tags migrate

Capturing output to /home/edx/logs/install-20201217-134815.log

Installation started at 2020-12-17 13:48:15

Installing release 'open-release/juniper.3'

[sudo] password for edx:

Reading package lists...

Building dependency tree...

Reading state information...

python-software-properties is already the newest version (0.96.20.10).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

gpg: keyring `/tmp/tmpf7zf8w12/secring.gpg' created

gpg: keyring `/tmp/tmpf7zf8w12/pubring.gpg' created

gpg: requesting key BA9EF27F from hkp server keyserver.ubuntu.com

gpg: /tmp/tmpf7zf8w12/trustdb.gpg: trustdb created

gpg: key BA9EF27F: public key "Launchpad Toolchain builds" imported

gpg: Total number processed: 1

gpg: imported: 1 (RSA: 1)

OK

Hit:1 http://in.archive.ubuntu.com/ubuntu xenial InRelease

Hit:2 http://in.archive.ubuntu.com/ubuntu xenial-updates InRelease

Hit:3 http://in.archive.ubuntu.com/ubuntu xenial-backports InRelease

Hit:4 https://deb.nodesource.com/node\_12.x xenial InRelease

Get:5 http://security.ubuntu.com/ubuntu xenial-security InRelease [109 kB]

Hit:6 http://nginx.org/packages/ubuntu xenial InRelease

Ign:7 http://packages.elastic.co/elasticsearch/1.5/debian stable InRelease

Hit:8 http://packages.elastic.co/elasticsearch/1.5/debian stable Release

Hit:10 http://ppa.launchpad.net/git-core/ppa/ubuntu xenial InRelease

Hit:11 http://ppa.launchpad.net/ubuntu-toolchain-r/test/ubuntu xenial InRelease

Hit:12 http://ppa.edx.org xenial InRelease

Hit:13 https://packagecloud.io/rabbitmq/rabbitmq-server/ubuntu xenial InRelease

Ign:14 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 InRelease

Hit:15 http://repo.mongodb.org/apt/ubuntu xenial/mongodb-org/3.6 Release

Fetched 109 kB in 8s (12.8 kB/s)

Reading package lists...

W: http://packages.elastic.co/elasticsearch/1.5/debian/dists/stable/Release.gpg: Signature by key 46095ACC8548582C1A2699A9D27D666CD88E42B4 uses weak digest algorithm (SHA1)

Reading package lists...

Building dependency tree...

Reading state information...

Calculating upgrade...

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

The following packages have been kept back:

base-files elasticsearch git git-man linux-generic linux-headers-generic

linux-image-generic rabbitmq-server ubuntu-server

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Reading package lists...

Building dependency tree...

Reading state information...

build-essential is already the newest version (12.1ubuntu2).

g++ is already the newest version (4:5.3.1-1ubuntu1).

gcc is already the newest version (4:5.3.1-1ubuntu1).

libxmlsec1-dev is already the newest version (1.2.20-2ubuntu4).

swig is already the newest version (3.0.8-0ubuntu3).

curl is already the newest version (7.47.0-1ubuntu2.18).

libfreetype6-dev is already the newest version (2.6.1-0.1ubuntu2.5).

libmysqlclient-dev is already the newest version (5.7.32-0ubuntu0.16.04.1).

libxml2-dev is already the newest version (2.9.3+dfsg1-1ubuntu0.7).

libxslt1-dev is already the newest version (1.1.28-2.1ubuntu0.3).

python-apt is already the newest version (1.1.0~beta1ubuntu0.16.04.10).

python-dev is already the newest version (2.7.12-1~16.04).

software-properties-common is already the newest version (0.96.20.10).

python-pip is already the newest version (8.1.1-2ubuntu0.6).

git-core is already the newest version (1:2.14.2-1~ppa0~ubuntu16.04.1).

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

Reading package lists...

Building dependency tree...

Reading state information...

Package 'python-yaml' is not installed, so not removed

The following package was automatically installed and is no longer required:

libyaml-0-2

Use 'sudo apt autoremove' to remove it.

0 upgraded, 0 newly installed, 0 to remove and 9 not upgraded.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: pip==20.0.2 in /usr/local/lib/python2.7/dist-packages (20.0.2)

WARNING: You are using pip version 20.0.2; however, version 20.3.3 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

WARNING: The directory '/home/edx/.cache/pip' or its parent directory is not owned or is not writable by the current user. The cache has been disabled. Check the permissions and owner of that directory. If executing pip with sudo, you may want sudo's -H flag.

Requirement already up-to-date: setuptools==44.1.0 in /usr/local/lib/python2.7/dist-packages (44.1.0)

WARNING: You are using pip version 20.0.2; however, version 20.3.3 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already up-to-date: virtualenv==16.7.10 in /usr/local/lib/python2.7/dist-packages (16.7.10)

WARNING: You are using pip version 20.0.2; however, version 20.3.1 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

open-release/juniper.3

fatal: destination path 'configuration' already exists and is not an empty directory.

HEAD is now at 05bb4ed... Improve sandboxing. (#5953) (#5960)

You are not currently on a branch.

Please specify which branch you want to merge with.

See git-pull(1) for details.

git pull <remote> <branch>

DEPRECATION: Python 2.7 reached the end of its life on January 1st, 2020. Please upgrade your Python as Python 2.7 is no longer maintained. A future version of pip will drop support for Python 2.7. More details about Python 2 support in pip, can be found at https://pip.pypa.io/en/latest/development/release-process/#python-2-support

Requirement already satisfied: ansible==2.7.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 7)) (2.7.12)

Requirement already satisfied: awscli==1.15.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 8)) (1.15.19)

Requirement already satisfied: bcrypt==3.1.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 9)) (3.1.7)

Requirement already satisfied: boto3==1.7.14 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 10)) (1.7.14)

Requirement already satisfied: boto==2.48.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 11)) (2.48.0)

Requirement already satisfied: botocore==1.10.19 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 12)) (1.10.19)

Requirement already satisfied: certifi==2020.4.5.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 13)) (2020.4.5.1)

Requirement already satisfied: cffi==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 14)) (1.14.0)

Requirement already satisfied: chardet==3.0.4 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 15)) (3.0.4)

Requirement already satisfied: colorama==0.3.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 16)) (0.3.7)

Requirement already satisfied: cryptography==2.9.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 17)) (2.9.2)

Requirement already satisfied: datadog==0.8.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 18)) (0.8.0)

Requirement already satisfied: decorator==4.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 19)) (4.4.2)

Requirement already satisfied: docopt==0.6.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 20)) (0.6.2)

Requirement already satisfied: docutils==0.16 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 21)) (0.16)

Requirement already satisfied: ecdsa==0.13.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 22)) (0.13.3)

Requirement already satisfied: idna==2.7 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 23)) (2.7)

Requirement already satisfied: jinja2==2.8 in /usr/lib/python2.7/dist-packages (from -r requirements.txt (line 24)) (2.8)

Requirement already satisfied: jmespath==0.9.5 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 25)) (0.9.5)

Requirement already satisfied: markupsafe==1.1.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 26)) (1.1.1)

Requirement already satisfied: mysqlclient==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 27)) (1.3.0)

Requirement already satisfied: networkx==1.11 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 28)) (1.11)

Requirement already satisfied: paramiko==2.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 29)) (2.4.2)

Requirement already satisfied: pathlib2==2.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 30)) (2.3.0)

Requirement already satisfied: prettytable==0.7.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 31)) (0.7.2)

Requirement already satisfied: pyasn1==0.4.8 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 32)) (0.4.8)

Requirement already satisfied: pycparser==2.20 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 33)) (2.20)

Requirement already satisfied: pycrypto==2.6.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 34)) (2.6.1)

Requirement already satisfied: pymongo==3.9.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 35)) (3.9.0)

Requirement already satisfied: pynacl==1.3.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 36)) (1.3.0)

Requirement already satisfied: python-dateutil==2.8.1 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 37)) (2.8.1)

Requirement already satisfied: pyyaml==3.12 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 38)) (3.12)

Requirement already satisfied: requests==2.20.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 39)) (2.20.0)

Requirement already satisfied: rsa==3.4.2 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 40)) (3.4.2)

Requirement already satisfied: s3transfer==0.1.13 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 41)) (0.1.13)

Requirement already satisfied: six==1.14.0 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 42)) (1.14.0)

Requirement already satisfied: urllib3==1.24.3 in /usr/local/lib/python2.7/dist-packages (from -r requirements.txt (line 43)) (1.24.3)

Requirement already satisfied: setuptools in /usr/local/lib/python2.7/dist-packages (from ansible==2.7.12->-r requirements.txt (line 7)) (44.1.0)

Requirement already satisfied: ipaddress; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.0.23)

Requirement already satisfied: enum34; python\_version < "3" in /usr/local/lib/python2.7/dist-packages (from cryptography==2.9.2->-r requirements.txt (line 17)) (1.1.10)

Requirement already satisfied: simplejson>=2.0.9 in /usr/local/lib/python2.7/dist-packages (from datadog==0.8.0->-r requirements.txt (line 18)) (3.17.2)

Requirement already satisfied: scandir; python\_version < "3.5" in /usr/local/lib/python2.7/dist-packages (from pathlib2==2.3.0->-r requirements.txt (line 30)) (1.10.0)

Requirement already satisfied: futures<4.0.0,>=2.2.0; python\_version == "2.6" or python\_version == "2.7" in /usr/local/lib/python2.7/dist-packages (from s3transfer==0.1.13->-r requirements.txt (line 41)) (3.3.0)

WARNING: You are using pip version 20.0.2; however, version 20.3.1 is available.

You should consider upgrading via the '/usr/bin/python -m pip install --upgrade pip' command.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/edx\_django\_service/tasks/main.yml, line 125, column 3,

found a duplicate dict key (when). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (RACK\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SINATRA\_ENV). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (SEARCH\_SERVER). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOHQ\_URL). Using last defined value only.

[WARNING]: While constructing a mapping from /var/tmp/configuration/playbooks/roles/forum/defaults/main.yml, line 81, column 3, found a

duplicate dict key (MONGOID\_AUTH\_MECH). Using last defined value only.

PLAY [Bootstrap instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

PLAY [Configure instance(s)] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [Gathering Facts] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

ok: [localhost]

TASK [edxapp : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item=lms)

changed: [localhost] => (item=cms)

TASK [edxapp : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item=lms)

changed: [localhost] => (item=cms)

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost] => (item={u'command': u'./manage.py oscar\_populate\_countries --initial-only', u'when': True})

changed: [localhost] => (item={u'command': u'./manage.py create\_or\_update\_site --site-id=1 --site-domain=localhost:8002 --partner-code=edX --partner-name="Open edX" --lms-url-root=http://127.0.0.1:8000 --client-side-payment-processor=cybersource --payment-processors=cybersource,paypal --sso-client-id=ecommerce-sso-key --sso-client-secret=ecommerce-sso-secret --backend-service-client-id=ecommerce-backend-service-key --backend-service-client-secret=ecommerce-backend-service-secret --from-email staff@example.com --discovery\_api\_url=http://localhost:8008/api/v1/', u'when': True})

changed: [localhost] => (item={u'command': u'./manage.py create\_demo\_data --partner=edX', u'when': True})

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [insights : migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_notes\_api : Migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

[WARNING]: flush\_handlers task does not support when conditional

TASK [forum : initialize elasticsearch] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [forum : rebuild elasticsearch indexes] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

skipping: [localhost]

TASK [edx\_django\_service : migrate database] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

TASK [edx\_django\_service : run post-migrate commands] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

TASK [xqueue : Migrate] \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

changed: [localhost]

PLAY RECAP \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

localhost : ok=10 changed=9 unreachable=0 failed=0

Installation finished at 2020-12-17 14:00:22

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Data Analysis:**

In git directory:

cd iitbombayxdbupgrade/Script/RecordCountScript

vi parameter.config

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

rel\_result\_path="../../Result/IJ/Test/Round2"

# .............................................................

# Server Details

# Mysql credentials

mysql\_server=10.129.103.143

mysql\_user=mig

mysql\_pass=mig

mysql\_port=3306

# Mongo credentials

mongo\_server=10.129.103.143

mongo\_authdb=admin

mongo\_user=edxadmin

mongo\_pass=password

mongo\_port=27017

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

bash count\_rows.sh

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Script start runing at Date and Time is: 12/17/20 15:05:35

---------------------------- Start of rows Count -------------------------------------

MySQL script start runing at Date and Time is: 12/17/20 15:05:35

@@@ The Script Start to finding the number of rows in the MySQL tables on the 10.129.103.143 server. @@@

\*\*\*\*\* MySQL Rows Count Start \*\*\*\*\*

..... A directory ../../Result/IJ/Test/Round2/RecordCountResult/Rows\_10.129.103.143/MySQL is Created for the MySQL record count result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

..... MySQL Database Connection Successful on the 10.129.103.143 server. .....

Reading MySQL database names...

Warning: Using a password on the command line interface can be insecure.

..... Running for counting rows of the tables of all user databases .....

... Running for abc database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the abc database tables ...

... Running for analytics-api database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the analytics-api database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for dashboard database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the dashboard database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for discovery database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the discovery database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for ecommerce database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the ecommerce database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for edxapp database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the edxapp database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

... Running for edxapp\_csmh database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the edxapp\_csmh database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for programs database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the programs database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for reports database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the reports database tables ...

... Running for xqueue database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the xqueue database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

..... End of rows counting of tables of the MySQL user databases .....

\*\*\*\*\* MySQL Rows Count End \*\*\*\*\*

@@@ End of the script which Counting the rows of the MySQL tables on the 10.129.103.143 server.@@@

MySQL row count script ended at Date and Time is: 12/17/20 15:05:42

Time(in second) taken for running MySQL row count script: 7 Sec.

Mongo script start runing at Date and Time is: 12/17/20 15:05:42

@@@ Start of rows Count of Mongo on 10.129.103.143 server. @@@

\*\*\*\*\* Mongo Rows count Start \*\*\*\*\*

..... A directory ../../Result/IJ/Test/Round2/RecordCountResult/Rows\_10.129.103.143/Mongo is Created for the Mongo row count result.....

..... List all User Mongo databases .....

Ignore Mongo System databases admin.

Ignore Mongo System databases local.

..... Running for row count of the collection of all user databases .....

..... Get rows count of collection of database a .....

Get rows count of collection: b ...

Get rows count of collection: inventory ...

Get rows count of collection: students ...

Get rows count of collection: user ...

..... End of the rows count of the collections of the a database .....

..... Get rows count of collection of database cs\_comments\_service .....

Get rows count of collection: contents ...

Get rows count of collection: subscriptions ...

Get rows count of collection: users ...

..... End of the rows count of the collections of the cs\_comments\_service database .....

..... Get rows count of collection of database edxapp .....

Get rows count of collection: fs.chunks ...

Get rows count of collection: fs.files ...

Get rows count of collection: modulestore.active\_versions ...

Get rows count of collection: modulestore.definitions ...

Get rows count of collection: modulestore.structures ...

..... End of the rows count of the collections of the edxapp database .....

\*\*\*\*\* Mongo Rows Count Script End \*\*\*\*\*

@@@ End of the script which Counting the rows of the Mongo collections on the 10.129.103.143 server. @@@

Mongo row count script ended at Date and Time is: 12/17/20 15:05:43

Time(in second) taken for running Mongo row count script: 1 Sec.

---------------------------- Completion of Rows Count -------------------------------------

Script ended at Date and Time is: 12/17/20 15:05:43

Time(in second) taken for running row count script: 8 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**For Juniper.3 Machine 152:**

bash count\_rows.sh

Script start runing at Date and Time is: 12/17/20 15:18:44

---------------------------- Start of rows Count -------------------------------------

MySQL script start running at Date and Time is: 12/17/20 15:18:44

@@@ The Script Start to finding the number of rows in the MySQL tables on the 10.129.103.152 server. @@@

\*\*\*\*\* MySQL Rows Count Start \*\*\*\*\*

..... A directory ../../Result/IJ/Test/Round2/RecordCountResult/Rows\_10.129.103.152/MySQL is Created for the MySQL record count result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

..... MySQL Database Connection Successful on the 10.129.103.152 server. .....

Reading MySQL database names...

Warning: Using a password on the command line interface can be insecure.

..... Running for counting rows of the tables of all user databases .....

... Running for abc database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the abc database tables ...

... Running for analytics-api database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the analytics-api database tables ...

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for blockstore database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the blockstore database tables ...

... Running for dashboard database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the dashboard database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for discovery database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the discovery database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for ecommerce database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the ecommerce database tables ...
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for edx\_notes\_api database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the edx\_notes\_api database tables ...

... Running for edxapp database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the edxapp database tables ...
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... Running for edxapp\_csmh database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the edxapp\_csmh database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for programs database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the programs database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for reports database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the reports database tables ...

... Running for xqueue database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the xqueue database tables ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

..... End of rows counting of tables of the MySQL user databases .....

\*\*\*\*\* MySQL Rows Count End \*\*\*\*\*

@@@ End of the script which Counting the rows of the MySQL tables on the 10.129.103.152 server.@@@

MySQL row count script ended at Date and Time is: 12/17/20 15:18:54

Time(in second) taken for running MySQL row count script: 10 Sec.

Mongo script start runing at Date and Time is: 12/17/20 15:18:54

@@@ Start of rows Count of Mongo on 10.129.103.152 server. @@@

\*\*\*\*\* Mongo Rows count Start \*\*\*\*\*

..... A directory ../../Result/IJ/Test/Round2/RecordCountResult/Rows\_10.129.103.152/Mongo is Created for the Mongo row count result.....

..... List all User Mongo databases .....

Ignore Mongo System databases admin.

Ignore Mongo System databases local.

..... Running for row count of the collection of all user databases .....

..... Get rows count of collection of database config .....

Get rows count of collection: system.sessions ...

Get rows count of collection: transactions ...

..... End of the rows count of the collections of the config database .....

..... Get rows count of collection of database cs\_comments\_service .....

Get rows count of collection: contents ...

Get rows count of collection: subscriptions ...

Get rows count of collection: users ...

..... End of the rows count of the collections of the cs\_comments\_service database .....

..... Get rows count of collection of database edxapp .....

Get rows count of collection: fs.chunks ...

Get rows count of collection: fs.files ...

Get rows count of collection: modulestore.active\_versions ...

Get rows count of collection: modulestore.definitions ...

Get rows count of collection: modulestore.structures ...

..... End of the rows count of the collections of the edxapp database .....

\*\*\*\*\* Mongo Rows Count Script End \*\*\*\*\*

@@@ End of the script which Counting the rows of the Mongo collections on the 10.129.103.152 server. @@@

Mongo row count script ended at Date and Time is: 12/17/20 15:18:55

Time(in second) taken for running Mongo row count script: 1 Sec.

---------------------------- Completion of Rows Count -------------------------------------

Script ended at Date and Time is: 12/17/20 15:18:55

Time(in second) taken for running row count script: 11 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Observation:**

|  | **Ironwood.master** | **Juniper.2** | **Juniper.3** |
| --- | --- | --- | --- |
| **Sample Data Migration from Ironwood.master to Juniper.2** | - | edxapp: thumbnail\_kvstore\_org |  |
| **Sample Data Migration from Ironwood.master to Juniper.2** | - |  | edxapp: org\_thumbnail\_kvstore |

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Run Data Report script:**

# This file is used to set the parameters for the report script.

# .............................................................

# Set the migration type in the "mig\_Type" variable, like mig\_Type="Test"

# Please select the value of the "mig\_Type" variable from the { "Test", "DryRun", "Golive"} set.

mig\_Type="Test"

# Set the migration round name in the "mig\_Round" variable, like mig\_Round="Round1"

mig\_Round="Round6"

# Set the information about the migration in the "about\_Round" variable, like about\_Round="For the sample production data."

about\_Round="Result of Round 3 for the Fresh data from Ironwood.master to Juniper.3."

# Set the result path related to the current working directory in the "rel\_result\_path" variable, like rel\_result\_path="../../Result/GHIJ"

rel\_result\_path="../../Result/IJ"

# .............................................................

# Value of the "UpgradingType" variable is the CAPITAL initial characters of the old Release and the new release.

# Example For Upgrading from the Ficus Release to Ginkgo Release, Value of the UpgradingType is "FG"

UpgradingType="IJ"

# .............................................................

# All the below parameters are not required for the "findDiff.sh".

# Server Details

# MySQL credentials

mysql\_server=10.129.103.143

mysqluser=mig

mysqlpass=mig

mysqlport=3306

# Mongo credentials

mongo\_server=10.129.103.143

mongoauthdb=admin

mongouser=edxadmin

mongopass=password

mongoport=27017

# .............................................................

# List the MySQL user databases of Open edX.

# Be sure for each database in the list there must be four.txt files in folder "files".

# 1) file contains list of common tables name with file name as "common\_table\_<db\_name>";

# 2) file contains list of New tables name in new release with file name as "new\_table\_<db\_name>";

# 3) file contains list of static tables name with file name as "static\_table\_<db\_name>";

# 4) file contains list of deleted tables name in new release with file name as "deleted\_table\_<db\_name>".

all\_mysql\_dbs=(analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

bash data\_report.sh

Select the data report type. Is this process running Before/After the migration?

'A' for the 'After porting' and 'B' for the 'Before porting'.

By default, it is 'B', Enter (A/B):b

The script is start running at Date and Time is: 12/17/20 17:33:16

---------------------------- Start of rows Count -------------------------------------

The MySQL script started running at date and time: 12/17/20 17:33:16

@@@ Starting the rows Count of the MySQL on the 10.129.103.143 server @@@

\*\*\*\*\* MySQL Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report is created for the MySQL result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

..... MySQL Database Connection Successful on the 10.129.103.143 server .....

Reading MySQL databases names...

Warning: Using a password on the command line interface can be insecure.

List of MySQL databases on the 10.129.103.143 machine: abc analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh programs reports xqueue

The extra user databases in the MySQL:

abc

programs

Notification: Add four files(new\_tables, common\_tables, static\_tables, and deleted\_tables) in the MySQLfilesIJ folder for each extra database after that add the name of the extra database in the 'all\_mysql\_dbs' list of the 'parameter.config' file.

The missing user databases in the MySQL:

blockstore

edx\_notes\_api

The common databases in the system are: analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue

In MySQL, There are the above extra databases or the missing databases has on the 10.129.103.143 machine. Do you want to continue with the analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue common databases?

Enter (y/n), by default it is 'Yes':y

... Reading the character set of databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the character set of databases in the ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/db\_character\_set.txt file. ...

... Reading the number of tables in databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the number of tables in databases in the ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/db\_tables.txt file. ...

..... Running for counting rows of all tables of all user databases .....

... Running for abc database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the abc database ...

... Running for analytics-api database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for dashboard database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for discovery database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the discovery database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for ecommerce database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the ecommerce database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for edxapp database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the edxapp database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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... Running for edxapp\_csmh database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the edxapp\_csmh database ...
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... Running for programs database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the programs database ...
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... Running for reports database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the reports database ...

... Running for xqueue database tables list ...
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... Running for the counting the rows of the tables of the xqueue database ...
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..... Check the rows of all tables of all user databases in the ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/dbs\_rows.csv file .....

..... End of rows counting of tables of the MySQL user databases .....

..... Running for counting rows of common, new, static and django\_migrations tables in the analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue common databases .....

..... Running for the analytics-api database .....

... Running for the common tables of the analytics-api database ...
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... End of counting rows of the common tables of the analytics-api database ...

... Running for the tables which will be deleted from the analytics-api database ...

... End of counting rows of the tables which will be deleted from the analytics-api database ...

... Running for the static tables of the analytics-api database ...

... End of counting rows of the static tables of the analytics-api database ...

... Running for the upgraded tables of the analytics-api database ...
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... End of counting rows of the upgraded tables of the analytics-api database ...

..... End of counting rows of the analytics-api database .....

..... Running for the dashboard database .....

... Running for the common tables of the dashboard database ...
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... End of counting rows of the common tables of the dashboard database ...

... Running for the tables which will be deleted from the dashboard database ...

... End of counting rows of the tables which will be deleted from the dashboard database ...

... Running for the static tables of the dashboard database ...

... End of counting rows of the static tables of the dashboard database ...

... Running for the upgraded tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the dashboard database ...

..... End of counting rows of the dashboard database .....

..... Running for the discovery database .....

... Running for the common tables of the discovery database ...
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... End of counting rows of the common tables of the discovery database ...

... Running for the tables which will be deleted from the discovery database ...
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... End of counting rows of the tables which will be deleted from the discovery database ...

... Running for the static tables of the discovery database ...

... End of counting rows of the static tables of the discovery database ...

... Running for the upgraded tables of the discovery database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the discovery database ...

..... End of counting rows of the discovery database .....

..... Running for the ecommerce database .....

... Running for the common tables of the ecommerce database ...
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... End of counting rows of the common tables of the ecommerce database ...

... Running for the tables which will be deleted from the ecommerce database ...

... End of counting rows of the tables which will be deleted from the ecommerce database ...

... Running for the static tables of the ecommerce database ...

... End of counting rows of the static tables of the ecommerce database ...

... Running for the upgraded tables of the ecommerce database ...
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... End of counting rows of the upgraded tables of the ecommerce database ...

..... End of counting rows of the ecommerce database .....

..... Running for the edxapp database .....

... Running for the common tables of the edxapp database ...
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_crontabschedule' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_intervalschedule' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_periodictask' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_taskstate' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_workerstate' doesn't exist
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... End of counting rows of the common tables of the edxapp database ...

... Running for the tables which will be deleted from the edxapp database ...
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... End of counting rows of the tables which will be deleted from the edxapp database ...

... Running for the static tables of the edxapp database ...

... End of counting rows of the static tables of the edxapp database ...

... Running for the upgraded tables of the edxapp database ...
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... End of counting rows of the upgraded tables of the edxapp database ...

..... End of counting rows of the edxapp database .....

..... Running for the edxapp\_csmh database .....

... Running for the common tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the edxapp\_csmh database ...

... Running for the tables which will be deleted from the edxapp\_csmh database ...

... End of counting rows of the tables which will be deleted from the edxapp\_csmh database ...

... Running for the static tables of the edxapp\_csmh database ...

... End of counting rows of the static tables of the edxapp\_csmh database ...

... Running for the upgraded tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the edxapp\_csmh database ...

..... End of counting rows of the edxapp\_csmh database .....

..... Running for the reports database .....

... Running for the common tables of the reports database ...

... End of counting rows of the common tables of the reports database ...

... Running for the tables which will be deleted from the reports database ...

... End of counting rows of the tables which will be deleted from the reports database ...

... Running for the static tables of the reports database ...

... End of counting rows of the static tables of the reports database ...

... Running for the upgraded tables of the reports database ...

... End of counting rows of the upgraded tables of the reports database ...

..... End of counting rows of the reports database .....

..... Running for the xqueue database .....

... Running for the common tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the xqueue database ...

... Running for the tables which will be deleted from the xqueue database ...

... End of counting rows of the tables which will be deleted from the xqueue database ...

... Running for the static tables of the xqueue database ...

... End of counting rows of the static tables of the xqueue database ...

... Running for the upgraded tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the xqueue database ...

..... End of counting rows of the xqueue database .....

... Running for counting the rows of the 'django\_migrations' tables of the analytics-api dashboard discovery ecommerce edxapp edxapp\_csmh reports xqueue common database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

..... End of counting rows of the django\_migrations tables .....

..... Running for the special data reports .....

....... The number of active users in the system .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/active\_users.txt file is created.

....... The users details like email, last\_login and is\_active .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/studentsdata.txt file is created.

....... The number of certificates generated for each course .......-

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/certificatesData10.129.103.143.txt file is created.

....... The grade reports for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/gradesData10.129.103.143.txt file is created.

....... The enrolled students for the course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/facultycoursesData.txt file is created.

....... Counting the number of users for the different user's role .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/rolesData.txt file is created.

....... Counting the number of users with their roles for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/rolescourseData.txt file is created.

....... The users of type Administrators, Students, TAs, and Moderator(as per django\_comment\_roles) .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/commentrolesData.txt file is created.

....... Count of populated data in course\_overviews\_courseoverview table .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report/course\_overviewcount.txt file is created.

....... Start the special handling for finding differences in the Table contains .......

Database: analytics-api and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: dashboard and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: basket\_basketattributetype

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_category

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_option

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_product

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattribute

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattributevalue

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productcategory

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productclass

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: waffle\_switch

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_permission\_roles

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_role

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: bookmarks\_xblockcache

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: edxval\_profile

Warning: Using a password on the command line interface can be insecure.

Database: edxapp\_csmh and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: xqueue and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

....... End of the special handling for finding differences in the table contains .......

\*\*\*\*\* MySQL Data Report Script End \*\*\*\*\*

@@@ End of the MySQL data report script which running on the 10.129.103.143 server. @@@

Script ended at Date and Time is: 12/17/20 17:33:33

Time(in second) taken for running the MySQL data report script: 17 Sec.

Mongo data script start runing at Date and Time is: 12/17/20 17:33:33

@@@ Start the Mongo data report script on the 10.129.103.143 server @@@

\*\*\*\*\* Mongo Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mongoReports\_10.129.103.143\_20201217T173316/Report is Created for the Mongo result .....

..... List all User Mongo databases .....

Ignored the Mongo System databases admin.

Ignored the Mongo System databases local.

The user Mongo Databases in the system: a cs\_comments\_service edxapp

In Mongo, there is some extra database(s). We have expected only two databases(edxapp and cs\_comments\_service), but there are 3 database(s) i.e. a cs\_comments\_service edxapp.

..... Get Count for database a .....

mongodata\_report.sh: line 100: ./MongoFiles/mongoqueries\_a.js: No such file or directory

..... End for the a database .....

..... Get Count for database cs\_comments\_service .....

..... End for the cs\_comments\_service database .....

..... Get Count for database edxapp .....

..... End for the edxapp database .....

\*\*\*\*\* Mongo Data Report Script End \*\*\*\*\*

@@@ End of the Mongo data report script which running on the 10.129.103.143 server. @@@

Mongo data script ended at Date and Time is: 12/17/20 17:33:35

Time(in second) taken for running the Mongo data report script: 2 Sec.

Script start runing at Date and Time is: 12/17/20 17:33:35

@@@ Start to find user difference between MySQL on 10.129.103.143 and Mongo databases on the 10.129.103.143 server @@@

\*\*\*\*\* MySQL Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round6/ReportResultIJ/Before/mysqlReports\_10.129.103.143\_20201217T173316/Report is Created for the result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

... MySQL Database Connection Successful on 10.129.103.143 server ...

... Reading MySQL users ...

Warning: Using a password on the command line interface can be insecure.

\*\*\*\*\* MySQL task End \*\*\*\*\*

\*\*\*\*\* Mongo Start \*\*\*\*\*

... Find cs\_comments\_service Mongo database ...

... Reading Mongo users ...

\*\*\*\*\* Mongo Report End \*\*\*\*\*

\*\*\*\*\* Data processing start on Users data \*\*\*\*\*

... Sort users data ...

... Compare Mongo users with MySQL users ...

... End of Comparison ...

\*\*\*\*\* Data processing end \*\*\*\*\*

@@@ End of the script which is running to compare the users of the Mongo and the MySQL on the 10.129.103.143 server. @@@

The script ended at Date and Time is: 12/17/20 17:33:35

Time(in second) taken for running the script: 0 Sec.

---------------------------- Completion of Rows Count -------------------------------------

The script is ended at Date and Time is: 12/17/20 17:33:35

Time(in second) taken for running the data report script: 19 Sec.

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**For Juniper.3 152:**

**vi parameter.config**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

# This file is used to set the parameters for the report script.

# .............................................................

# Set the migration type in the "mig\_Type" variable, like mig\_Type="Test"

# Please select the value of the "mig\_Type" variable from the { "Test", "DryRun", "Golive"} set.

mig\_Type="Test"

# Set the migration round name in the "mig\_Round" variable, like mig\_Round="Round1"

mig\_Round="Round6"

# Set the information about the migration in the "about\_Round" variable, like about\_Round="For the sample production data."

about\_Round="Result of Round 3 for the Fresh data from Ironwood.master to Juniper.3."

# Set the result path related to the current working directory in the "rel\_result\_path" variable, like rel\_result\_path="../../Result/GHIJ"

rel\_result\_path="../../Result/IJ"

# .............................................................

# Value of the "UpgradingType" variable is the CAPITAL initial characters of the old Release and the new release.

# Example For Upgrading from the Ficus Release to Ginkgo Release, Value of the UpgradingType is "FG"

UpgradingType="IJ"

# .............................................................

# All the below parameters are not required for the "findDiff.sh".

# Server Details

# MySQL credentials

mysql\_server=10.129.103.152

mysqluser=mig

mysqlpass=mig

mysqlport=3306

# Mongo credentials

mongo\_server=10.129.103.152

mongoauthdb=admin

mongouser=edxadmin

mongopass=password

mongoport=27017

# .............................................................

# List the MySQL user databases of Open edX.

# Be sure for each database in the list there must be four.txt files in folder "files".

# 1) file contains list of common tables name with file name as "common\_table\_<db\_name>";

# 2) file contains list of New tables name in new release with file name as "new\_table\_<db\_name>";

# 3) file contains list of static tables name with file name as "static\_table\_<db\_name>";

# 4) file contains list of deleted tables name in new release with file name as "deleted\_table\_<db\_name>".

all\_mysql\_dbs=(analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

bash data\_report.sh

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

bash data\_report.sh

Select the data report type. Is this process running Before/After the migration?

'A' for the 'After porting' and 'B' for the 'Before porting'.

By default, it is 'B', Enter (A/B):a

The script is start running at Date and Time is: 12/17/20 17:41:30

---------------------------- Start of rows Count -------------------------------------

The MySQL script started running at date and time: 12/17/20 17:41:30

@@@ Starting the rows Count of the MySQL on the 10.129.103.152 server @@@

\*\*\*\*\* MySQL Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report is created for the MySQL result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

..... MySQL Database Connection Successful on the 10.129.103.152 server .....

Reading MySQL databases names...

Warning: Using a password on the command line interface can be insecure.

List of MySQL databases on the 10.129.103.152 machine: abc analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh programs reports xqueue

The extra user databases in the MySQL:

abc

programs

Notification: Add four files(new\_tables, common\_tables, static\_tables, and deleted\_tables) in the MySQLfilesIJ folder for each extra database after that add the name of the extra database in the 'all\_mysql\_dbs' list of the 'parameter.config' file.

The common databases in the system are: analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue

In MySQL, There are the above extra databases or the missing databases has on the 10.129.103.152 machine. Do you want to continue with the analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue common databases?

Enter (y/n), by default it is 'Yes':y

... Reading the character set of databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the character set of databases in the ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/db\_character\_set.txt file. ...

... Reading the number of tables in databases ...

Warning: Using a password on the command line interface can be insecure.

... Check the number of tables in databases in the ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/db\_tables.txt file. ...

..... Running for counting rows of all tables of all user databases .....

... Running for abc database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the abc database ...

... Running for analytics-api database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for blockstore database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the blockstore database ...

... Running for dashboard database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for discovery database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the discovery database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... Running for ecommerce database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the ecommerce database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.
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... Running for edx\_notes\_api database tables list ...
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... Running for the counting the rows of the tables of the edx\_notes\_api database ...

... Running for edxapp database tables list ...
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... Running for edxapp\_csmh database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the edxapp\_csmh database ...
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Warning: Using a password on the command line interface can be insecure.

... Running for programs database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the programs database ...
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... Running for reports database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the reports database ...

... Running for xqueue database tables list ...

Warning: Using a password on the command line interface can be insecure.

... Running for the counting the rows of the tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.
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..... Check the rows of all tables of all user databases in the ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/dbs\_rows.csv file .....

..... End of rows counting of tables of the MySQL user databases .....

..... Dumping the MySQL structures .....

... Dumping database: abc ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the abc MySQL database structure is ended ...

... Dumping database: analytics-api ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the analytics-api MySQL database structure is ended ...

... Dumping database: blockstore ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the blockstore MySQL database structure is ended ...

... Dumping database: dashboard ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the dashboard MySQL database structure is ended ...

... Dumping database: discovery ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the discovery MySQL database structure is ended ...

... Dumping database: ecommerce ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the ecommerce MySQL database structure is ended ...

... Dumping database: edx\_notes\_api ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the edx\_notes\_api MySQL database structure is ended ...

... Dumping database: edxapp ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the edxapp MySQL database structure is ended ...

... Dumping database: edxapp\_csmh ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the edxapp\_csmh MySQL database structure is ended ...

... Dumping database: programs ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the programs MySQL database structure is ended ...

... Dumping database: reports ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the reports MySQL database structure is ended ...

... Dumping database: xqueue ...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

... Dumping the xqueue MySQL database structure is ended ...

..... Running for counting rows of common, new, static and django\_migrations tables in the analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue common databases .....

..... Running for the analytics-api database .....

... Running for the common tables of the analytics-api database ...
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... End of counting rows of the common tables of the analytics-api database ...

... Running for the new tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the new tables of the analytics-api database ...

... Running to check the deleted tables exist in the analytics-api database ...

... End of checking the deleted tables of the analytics-api database ....

... Running for the static tables of the analytics-api database ...

... End of counting rows of the static tables of the analytics-api database ...

... Running for the upgraded tables of the analytics-api database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the analytics-api database ...

..... End of counting rows of the analytics-api database .....

..... Running for the blockstore database .....

... Running for the common tables of the blockstore database ...

... End of counting rows of the common tables of the blockstore database ...

... Running for the new tables of the blockstore database ...

... End of counting rows of the new tables of the blockstore database ...

... Running to check the deleted tables exist in the blockstore database ...

... End of checking the deleted tables of the blockstore database ....

... Running for the static tables of the blockstore database ...

... End of counting rows of the static tables of the blockstore database ...

... Running for the upgraded tables of the blockstore database ...

... End of counting rows of the upgraded tables of the blockstore database ...

..... End of counting rows of the blockstore database .....

..... Running for the dashboard database .....

... Running for the common tables of the dashboard database ...
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... End of counting rows of the common tables of the dashboard database ...

... Running for the new tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the new tables of the dashboard database ...

... Running to check the deleted tables exist in the dashboard database ...

... End of checking the deleted tables of the dashboard database ....

... Running for the static tables of the dashboard database ...

... End of counting rows of the static tables of the dashboard database ...

... Running for the upgraded tables of the dashboard database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the dashboard database ...

..... End of counting rows of the dashboard database .....

..... Running for the discovery database .....

... Running for the common tables of the discovery database ...
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... End of counting rows of the common tables of the discovery database ...

... Running for the new tables of the discovery database ...
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... End of counting rows of the new tables of the discovery database ...

... Running to check the deleted tables exist in the discovery database ...
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... End of checking the deleted tables of the discovery database ....

... Running for the static tables of the discovery database ...

... End of counting rows of the static tables of the discovery database ...

... Running for the upgraded tables of the discovery database ...
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... End of counting rows of the upgraded tables of the discovery database ...

..... End of counting rows of the discovery database .....

..... Running for the ecommerce database .....

... Running for the common tables of the ecommerce database ...
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... End of counting rows of the common tables of the ecommerce database ...

... Running for the new tables of the ecommerce database ...
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... End of counting rows of the new tables of the ecommerce database ...

... Running to check the deleted tables exist in the ecommerce database ...

... End of checking the deleted tables of the ecommerce database ....

... Running for the static tables of the ecommerce database ...

... End of counting rows of the static tables of the ecommerce database ...

... Running for the upgraded tables of the ecommerce database ...
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... End of counting rows of the upgraded tables of the ecommerce database ...

..... End of counting rows of the ecommerce database .....

..... Running for the edx\_notes\_api database .....

... Running for the common tables of the edx\_notes\_api database ...

... End of counting rows of the common tables of the edx\_notes\_api database ...

... Running for the new tables of the edx\_notes\_api database ...

... End of counting rows of the new tables of the edx\_notes\_api database ...

... Running to check the deleted tables exist in the edx\_notes\_api database ...

... End of checking the deleted tables of the edx\_notes\_api database ....

... Running for the static tables of the edx\_notes\_api database ...

... End of counting rows of the static tables of the edx\_notes\_api database ...

... Running for the upgraded tables of the edx\_notes\_api database ...

... End of counting rows of the upgraded tables of the edx\_notes\_api database ...

..... End of counting rows of the edx\_notes\_api database .....

..... Running for the edxapp database .....

... Running for the common tables of the edxapp database ...
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_crontabschedule' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_intervalschedule' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_periodictask' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_taskstate' doesn't exist
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ERROR 1146 (42S02) at line 1: Table 'edxapp.djcelery\_workerstate' doesn't exist
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Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the edxapp database ...

... Running for the new tables of the edxapp database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the new tables of the edxapp database ...

... Running to check the deleted tables exist in the edxapp database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of checking the deleted tables of the edxapp database ....

... Running for the static tables of the edxapp database ...

... End of counting rows of the static tables of the edxapp database ...

... Running for the upgraded tables of the edxapp database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the edxapp database ...

..... End of counting rows of the edxapp database .....

..... Running for the edxapp\_csmh database .....

... Running for the common tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the edxapp\_csmh database ...

... Running for the new tables of the edxapp\_csmh database ...

... End of counting rows of the new tables of the edxapp\_csmh database ...

... Running to check the deleted tables exist in the edxapp\_csmh database ...

... End of checking the deleted tables of the edxapp\_csmh database ....

... Running for the static tables of the edxapp\_csmh database ...

... End of counting rows of the static tables of the edxapp\_csmh database ...

... Running for the upgraded tables of the edxapp\_csmh database ...

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the edxapp\_csmh database ...

..... End of counting rows of the edxapp\_csmh database .....

..... Running for the reports database .....

... Running for the common tables of the reports database ...

... End of counting rows of the common tables of the reports database ...

... Running for the new tables of the reports database ...

... End of counting rows of the new tables of the reports database ...

... Running to check the deleted tables exist in the reports database ...

... End of checking the deleted tables of the reports database ....

... Running for the static tables of the reports database ...

... End of counting rows of the static tables of the reports database ...

... Running for the upgraded tables of the reports database ...

... End of counting rows of the upgraded tables of the reports database ...

..... End of counting rows of the reports database .....

..... Running for the xqueue database .....

... Running for the common tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the common tables of the xqueue database ...

... Running for the new tables of the xqueue database ...

... End of counting rows of the new tables of the xqueue database ...

... Running to check the deleted tables exist in the xqueue database ...

... End of checking the deleted tables of the xqueue database ....

... Running for the static tables of the xqueue database ...

... End of counting rows of the static tables of the xqueue database ...

... Running for the upgraded tables of the xqueue database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

... End of counting rows of the upgraded tables of the xqueue database ...

..... End of counting rows of the xqueue database .....

... Running for counting the rows of the 'django\_migrations' tables of the analytics-api blockstore dashboard discovery ecommerce edx\_notes\_api edxapp edxapp\_csmh reports xqueue common database ...

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

Warning: Using a password on the command line interface can be insecure.

..... End of counting rows of the django\_migrations tables .....

..... Running for the special data reports .....

....... The number of active users in the system .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/active\_users.txt file is created.

....... The users details like email, last\_login and is\_active .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/studentsdata.txt file is created.

....... The number of certificates generated for each course .......-

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/certificatesData10.129.103.152.txt file is created.

....... The grade reports for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/gradesData10.129.103.152.txt file is created.

....... The enrolled students for the course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/facultycoursesData.txt file is created.

....... Counting the number of users for the different user's role .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/rolesData.txt file is created.

....... Counting the number of users with their roles for each course .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/rolescourseData.txt file is created.

....... The users of type Administrators, Students, TAs, and Moderator(as per django\_comment\_roles) .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/commentrolesData.txt file is created.

....... Count of populated data in course\_overviews\_courseoverview table .......

Warning: Using a password on the command line interface can be insecure.

The ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report/course\_overviewcount.txt file is created.

....... Start the special handling for finding differences in the Table contains .......

Database: analytics-api and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: analytics-api and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: dashboard and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: discovery and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: basket\_basketattributetype

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_category

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_option

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_product

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattribute

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productattributevalue

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productcategory

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: catalogue\_productclass

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: waffle\_switch

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: ecommerce and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: auth\_permission

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_content\_type

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_permission\_roles

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: django\_comment\_client\_role

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: bookmarks\_xblockcache

Warning: Using a password on the command line interface can be insecure.

Database: edxapp and Table: edxval\_profile

Warning: Using a password on the command line interface can be insecure.

Database: edxapp\_csmh and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

Database: xqueue and Table: django\_migrations

Warning: Using a password on the command line interface can be insecure.

....... End of the special handling for finding differences in the table contains .......

\*\*\*\*\* MySQL Data Report Script End \*\*\*\*\*

@@@ End of the MySQL data report script which running on the 10.129.103.152 server. @@@

Script ended at Date and Time is: 12/17/20 17:42:11

Time(in second) taken for running the MySQL data report script: 41 Sec.

Mongo data script start runing at Date and Time is: 12/17/20 17:42:11

@@@ Start the Mongo data report script on the 10.129.103.152 server @@@

\*\*\*\*\* Mongo Data Report Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round6/ReportResultIJ/After/mongoReports\_10.129.103.152\_20201217T174130/Report is Created for the Mongo result .....

..... List all User Mongo databases .....

Ignored the Mongo System databases admin.

Ignored the Mongo System databases config.

Ignored the Mongo System databases local.

The user Mongo Databases in the system: cs\_comments\_service edxapp

..... Get Count for database cs\_comments\_service .....

..... End for the cs\_comments\_service database .....

..... Get Count for database edxapp .....

..... End for the edxapp database .....

\*\*\*\*\* Mongo Data Report Script End \*\*\*\*\*

@@@ End of the Mongo data report script which running on the 10.129.103.152 server. @@@

Mongo data script ended at Date and Time is: 12/17/20 17:42:13

Time(in second) taken for running the Mongo data report script: 2 Sec.

Script start runing at Date and Time is: 12/17/20 17:42:13

@@@ Start to find user difference between MySQL on 10.129.103.152 and Mongo databases on the 10.129.103.152 server @@@

\*\*\*\*\* MySQL Start \*\*\*\*\*

..... Directory ../../Result/IJ/Test/Round6/ReportResultIJ/After/mysqlReports\_10.129.103.152\_20201217T174130/Report is Created for the result .....

..... Check MySQL Connection .....

Warning: Using a password on the command line interface can be insecure.

... MySQL Database Connection Successful on 10.129.103.152 server ...

... Reading MySQL users ...

Warning: Using a password on the command line interface can be insecure.

\*\*\*\*\* MySQL task End \*\*\*\*\*

\*\*\*\*\* Mongo Start \*\*\*\*\*

... Find cs\_comments\_service Mongo database ...

... Reading Mongo users ...

\*\*\*\*\* Mongo Report End \*\*\*\*\*

\*\*\*\*\* Data processing start on Users data \*\*\*\*\*

... Sort users data ...

... Compare Mongo users with MySQL users ...

... End of Comparison ...

\*\*\*\*\* Data processing end \*\*\*\*\*

@@@ End of the script which is running to compare the users of the Mongo and the MySQL on the 10.129.103.152 server. @@@

The script ended at Date and Time is: 12/17/20 17:42:14

Time(in second) taken for running the script: 1 Sec.

---------------------------- Completion of Rows Count -------------------------------------

The script is ended at Date and Time is: 12/17/20 17:42:14

Time(in second) taken for running the data report script: 44 Sec.

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Find the differences**

bash findDiff.sh

Script start runing at Date and Time is: 12/17/20 17:44:34

\*\*\*\*\* The script starts to checking the unexpected differences in the data reports of the Before and After results \*\*\*\*\*

......... Start comparison of the Mysql Files .........

..... Start checking the deleted tables of the Mysql on the new machine .....

..... End checking the deleted tables of MySQL on the new machine .....

..... Start checking the rows count of New tables of the MySQL on the new machine .....

diff: MySQLNewTable\_ExpectedResultIJ/new\_rows\_dashboard.txt: No such file or directory

\*\*\*\* ../../Result/IJ/Test/Round6/ReportResultIJ/Conclusion/At\_20201217T174434/MySQL

In MySQL, Number of new tables files to compare are :5

Please check the files: diff\_new\_rows\_analytics-api.txt diff\_new\_rows\_discovery.txt diff\_new\_rows\_ecommerce.txt diff\_new\_rows\_edxapp.txt in the ../../Result/IJ/Test/Round6/ReportResultIJ/Conclusion/At\_20201217T174434/MySQL/ folder.

Why it has diff data?

..... End checking the row count of New tables of the Mysql on the new machine .....

..... Start checking the django\_migrations tables of the Mysql on the new machine .....

The number of django\_migrations aren't exact. Please check the file ../../Result/IJ/Test/Round6/ReportResultIJ/Conclusion/At\_20201217T174434/MySQL/diff\_rows\_django\_migrations.txt

..... End checking the django\_migrations tables of the MySQL on the new machine .....

Mysql report files to compare are 52

Mongo report files to compare are 2

..... Start comparison of the Mysql report Files .....

Please note the files: diff\_active\_users.txt diff\_certificatesData.txt diff\_commentrolesData.txt diff\_common\_rows\_analytics-api.txt diff\_common\_rows\_dashboard.txt diff\_common\_rows\_discovery.txt diff\_common\_rows\_ecommerce.txt diff\_common\_rows\_edxapp\_csmh.txt diff\_common\_rows\_edxapp.txt diff\_common\_rows\_xqueue.txt diff\_course\_overviewcount.txt diff\_facultycoursesData.txt diff\_gradesData.txt diff\_mongo\_mysql\_user\_diff.txt diff\_rolescourseData.txt diff\_studentsdata.txt diff\_UGC\_analytics-api\_auth\_permission.txt diff\_UGC\_analytics-api\_django\_content\_type.txt diff\_UGC\_analytics-api\_django\_migrations.txt diff\_UGC\_dashboard\_django\_migrations.txt diff\_UGC\_discovery\_auth\_permission.txt diff\_UGC\_discovery\_django\_content\_type.txt diff\_UGC\_discovery\_django\_migrations.txt diff\_UGC\_ecommerce\_basket\_basketattributetype.txt diff\_UGC\_ecommerce\_catalogue\_category.txt diff\_UGC\_ecommerce\_catalogue\_option.txt diff\_UGC\_ecommerce\_catalogue\_productattribute.txt diff\_UGC\_ecommerce\_catalogue\_productattributevalue.txt diff\_UGC\_ecommerce\_catalogue\_productcategory.txt diff\_UGC\_ecommerce\_catalogue\_productclass.txt diff\_UGC\_ecommerce\_catalogue\_product.txt diff\_UGC\_ecommerce\_django\_migrations.txt diff\_UGC\_ecommerce\_waffle\_switch.txt diff\_UGC\_edxapp\_bookmarks\_xblockcache.txt diff\_UGC\_edxapp\_csmh\_django\_migrations.txt diff\_UGC\_edxapp\_django\_comment\_client\_permission\_roles.txt diff\_UGC\_edxapp\_django\_comment\_client\_role.txt diff\_UGC\_edxapp\_django\_migrations.txt diff\_UGC\_edxapp\_edxval\_profile.txt diff\_UGC\_xqueue\_django\_migrations.txt diff\_upgraded\_rows\_analytics-api.txt in the ../../Result/IJ/Test/Round6/ReportResultIJ/Conclusion/At\_20201217T174434/MySQL/ folder, while it has diff but that is as per expectation.

Please check the files: diff\_diff\_rolesData.txt diff\_diff\_UGC\_ecommerce\_auth\_permission.txt diff\_diff\_UGC\_ecommerce\_django\_content\_type.txt diff\_diff\_UGC\_edxapp\_auth\_permission.txt diff\_diff\_UGC\_edxapp\_django\_content\_type.txt diff\_diff\_upgraded\_rows\_dashboard.txt diff\_diff\_upgraded\_rows\_discovery.txt diff\_diff\_upgraded\_rows\_ecommerce.txt diff\_diff\_upgraded\_rows\_edxapp\_csmh.txt diff\_diff\_upgraded\_rows\_edxapp.txt diff\_diff\_upgraded\_rows\_xqueue.txt in the ../../Result/IJ/Test/Round6/ReportResultIJ/Conclusion/At\_20201217T174434/MySQL/ folder.

Why it has diff data?

..... End comparison of the Mysql report Files .....

......... End comparison of the Mysql Files .........

......... Start comparison of the Mongo Files .........

Please check the files: diff\_diff\_output\_cs\_comments\_service.txt diff\_diff\_output\_edxapp.txt in ../../Result/IJ/Test/Round6/ReportResultIJ/Conclusion/At\_20201217T174434/Mongo/ folder.

Why it has diff data?

......... End comparison of the Mongo Files .........

\*\*\*\*\* End of the compare script which check unexpected differences in the databases(Before and After porting databases) \*\*\*\*\*

Script ended at Date and Time is: 12/17/20 17:44:35

Time(in second) taken for running row count script: 1 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**MySQL:**

1. **diff\_diff\_rolesData.txt**
2. **diff\_diff\_UGC\_ecommerce\_auth\_permission.txt**
3. **diff\_diff\_UGC\_ecommerce\_django\_content\_type.txt**
4. **diff\_diff\_UGC\_edxapp\_auth\_permission.txt**
5. **diff\_diff\_UGC\_edxapp\_django\_content\_type.txt**
6. **diff\_diff\_upgraded\_rows\_dashboard.txt**
7. **diff\_diff\_upgraded\_rows\_discovery.txt**
8. **diff\_diff\_upgraded\_rows\_ecommerce.txt**
9. **diff\_diff\_upgraded\_rows\_edxapp\_csmh.txt**
10. **diff\_diff\_upgraded\_rows\_edxapp.txt**
11. **diff\_diff\_upgraded\_rows\_xqueue.txt**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

diff -wy --suppress-common-lines --width=800 Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/ Round6/ReportResultIJ/Conclusion/At\_20201217T174434/MySQL/

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Output:**

diff -wy --suppress-common-lines '--width=800' Round2/ReportResultIJ/Conclusion/At\_20201127T155538/MySQL/diff\_rows\_django\_migrations.txt Round6/ReportResultIJ/Conclusion/At\_20201217T174434/MySQL/diff\_rows\_django\_migrations.txt

Number of rows in the django\_migrations table of moocif database: 17 < <

Number of rows in the django\_migrations table of moocif2 database: 18 < <

Number of rows in the django\_migrations table of moocif3 database: 23 < <

Number of rows in the django\_migrations table of moocif4 database: 29 < <

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Conclusion:**

Result of sample data migration from Ironwood.master to Juniper.2 and result of sample data migration from Ironwood.master to Juniper.3 is the same.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Mongo:**

**diff\_diff\_output\_cs\_comments\_service.txt**

**diff\_diff\_output\_edxapp.txt**

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Conclusion:**

It is due to the time stamp.

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Result is added in git**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Take dump of Migrated Sample data of Juniper.3 Machine**

cd iitbombayxdbupgrade/Script/DumpScript

vi parameter.config

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

# Mysql credentials

mysql\_server=10.129.103.152

mysqluser=mig

mysqlpass=mig

mysqlport=3306

# Mongo credentials

mongo\_server=10.129.103.152

mongoauthdb=admin

mongouser=admin

mongopass=password

mongoport=27017

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

bash dump.sh

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Script start runing at Date and Time is: 12/21/20 13:51:51

--------------------------------------------------------

..... For MySQL .....

Reading MySQL user databases names...

Warning: Using a password on the command line interface can be insecure.

Dumping MySQL structure and data in a single file...

Dumping MySQL structure...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

Dumping MySQL data...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

..... End MySQL .....

..... For Mongo .....

Dumping Mongo db edxapp...

2020-12-21T13:52:40.803+0530 Failed: error connecting to db server: server returned error on SASL authentication step: Authentication failed.

Dumping Mongo db cs\_comments\_service...

2020-12-21T13:52:40.828+0530 Failed: error connecting to db server: server returned error on SASL authentication step: Authentication failed.

..... End Mongo .....

..... Generating tar file .....

tar: mongo-dump-20201221T135151: Cannot stat: No such file or directory

tar: Exiting with failure status due to previous errors

rm: cannot remove 'mongo-dump-20201221T135151': No such file or directory

--------------------------------------------------------

Script ended at Date and Time is: 12/21/20 13:52:54

Time(in second) taken for running row count script: 63 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Trublshoot:

ssh edx@10.129.103.152

mongo -u edxadmin -p password 10.129.103.152:27017 --authenticationDatabase admin

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

3.152:27017 --authenticationDatabase admin

MongoDB shell version: 3.2.22

connecting to: 10.129.103.152:27017/test

Server has startup warnings:

2020-12-03T15:20:40.305+0530 I STORAGE [initandlisten]

2020-12-03T15:20:40.305+0530 I STORAGE [initandlisten] \*\* WARNING: Using the XFS filesystem is strongly recommended with the WiredTiger storage engine

2020-12-03T15:20:40.305+0530 I STORAGE [initandlisten] \*\* See http://dochub.mongodb.org/core/prodnotes-filesystem

rs0:PRIMARY> show dbs;

admin 0.000GB

config 0.000GB

cs\_comments\_service 0.001GB

edxapp 0.024GB

local 0.101GB

rs0:PRIMARY>

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

vi parameter.config

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

# Mongo credentials

mongo\_server=10.129.103.152

mongoauthdb=admin

mongouser=edxadmin

mongopass=password

mongoport=27017

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Script start runing at Date and Time is: 12/21/20 14:36:54

--------------------------------------------------------

..... For MySQL .....

Reading MySQL user databases names...

Warning: Using a password on the command line interface can be insecure.

Dumping MySQL structure and data in a single file...

Dumping MySQL structure...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

Dumping MySQL data...

mysqldump: [Warning] Using a password on the command line interface can be insecure.

..... End MySQL .....

..... For Mongo .....

Dumping Mongo db edxapp...

2020-12-21T14:37:44.187+0530 writing edxapp.modulestore.definitions to

2020-12-21T14:37:44.188+0530 writing edxapp.fs.chunks to

2020-12-21T14:37:44.188+0530 writing edxapp.fs.files to

2020-12-21T14:37:44.188+0530 writing edxapp.modulestore.structures to

2020-12-21T14:37:44.263+0530 done dumping edxapp.modulestore.definitions (1342 documents)

2020-12-21T14:37:44.263+0530 writing edxapp.modulestore.active\_versions to

2020-12-21T14:37:44.267+0530 done dumping edxapp.modulestore.active\_versions (65 documents)

2020-12-21T14:37:44.280+0530 done dumping edxapp.fs.files (1178 documents)

2020-12-21T14:37:44.691+0530 done dumping edxapp.fs.chunks (1242 documents)

2020-12-21T14:37:44.991+0530 done dumping edxapp.modulestore.structures (794 documents)

Dumping Mongo db cs\_comments\_service...

2020-12-21T14:37:45.057+0530 writing cs\_comments\_service.users to

2020-12-21T14:37:45.057+0530 writing cs\_comments\_service.subscriptions to

2020-12-21T14:37:45.057+0530 writing cs\_comments\_service.contents to

2020-12-21T14:37:45.066+0530 done dumping cs\_comments\_service.subscriptions (119 documents)

2020-12-21T14:37:45.085+0530 done dumping cs\_comments\_service.contents (124 documents)

2020-12-21T14:37:45.165+0530 done dumping cs\_comments\_service.users (12585 documents)

..... End Mongo .....

..... Generating tar file .....

--------------------------------------------------------

Script ended at Date and Time is: 12/21/20 14:37:45

Time(in second) taken for running row count script: 51 Sec.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

mkdir MSD\_J3-152

mv mongo-dump-20201221T143654 mysql-structure-data-20201221T143654.sql MSD\_J3-152/

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Dump done.